
Summary of Proposed Conditions of Trusted Exchange

	CTE Category
	CTE

	Safeguards
	[S-1]: An NVE must comply with sections 164.308, 164.310, 164.312, and
164.316 of title 45 of the Code of Federal Regulations as if it were a covered
entity, and must treat all implementation specifications included within
sections 164.308, 164.310, and 164.312 as “required.”


	
	[S-2]: An NVE must only facilitate electronic health information exchange for
parties it has authenticated and authorized, either directly or indirectly.


	
	[S-3]: An NVE must ensure that individuals are provided with a meaningful
choice regarding whether their IIHI may be exchanged by the NVE.


	
	[S-4]: An NVE must only exchange encrypted IIHI.


	
	[S-5]: An NVE must make publicly available a notice of its data practices
describing why IIHI is collected, how it is used, and to whom and for what
reason it is disclosed.


	
	[S-6]: An NVE must not use or disclose de-identified health information to
which it has access for any commercial purpose.


	
	[S-7]: An NVE must operate its services with high availability.


	
	[S-8]: If an NVE assembles or aggregates health information that results in a
unique set of IIHI, then it must provide individuals with electronic access to their unique set of IIHI.


	
	[S-9]: If an NVE assembles or aggregates health information which results in
a unique set of IIHI, then it must provide individuals with the right to request
a correction and/or annotation to this unique set of IIHI.


	
	[S-10]: An NVE must have the means to verify that a provider requesting an
individual’s health information through a query and response model has or is
in the process of establishing a treatment relationship with that individual.
Interoperability


	Interoperability
	[I-1]: An NVE must be able to facilitate secure electronic health information
exchange in two circumstances: 1) when the sender and receiver are known;
and 2) when the exchange occurs at the patient’s direction.


	
	[I-2]: An NVE must follow required standards for establishing and discovering digital certificates.


	
	[I-3]: An NVE must have the ability to verify and match the subject of a message, including the ability to locate a potential source of available information for a specific subject.


	Business
Practices
	[BP-1]: An NVE must send and receive any planned electronic exchange
message from another NVE without imposing financial preconditions on any
other NVE.


	
	[BP-2]: An NVE must provide open access to the directory services it provides to enable planned electronic exchange.


	
	[BP-3]: An NVE must report on users and transaction volume for validated services.






