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In a 2015 report to Congress, ONC provided a definition of information blocking, an analysis of the extent to which the practice exists in the industry, and recommendations to address the issue.

ONC continued to engage with stakeholders and provided ongoing technical assistance to Congress.

In December 2016, the 21st Century Cures Act was signed into law. It included a definition of information blocking and provisions for addressing information blocking.
Information Blocking in the 21st Century Cures Act

- **21st Century Cures Act, Section 4004:**
  - Defines “information blocking” (§ 3022(a)(1), PHSA).
  - Authorizes the Secretary to identify, through rulemaking, reasonable and necessary activities that do not constitute information blocking (§ 3022(a)(3), PHSA).
  - Empowers the HHS Office of Inspector General (OIG) to investigate claims of information blocking (§ 3022(b)(1), PHSA) and provides referral processes to facilitate coordination with the HHS Office for Civil Rights (OCR) (§ 3022(b)(3)(A), PHSA).
  - Prescribes penalties for information blocking (§ 3022(b)(2), PHSA).
  - Charges ONC with implementing a complaint process for reporting information blocking, and provides confidentiality protections for complaints (§ 3022(d)(2) and (3), PHSA).
ONC continuously met with stakeholders.

ONC and the HHS OIG jointly met with stakeholders.

ONC listened to and reviewed complaints of information blocking.

ONC consulted with federal agencies, including the HHS OIG, HHS OCR, and the Federal Trade Commission.

ONC’s proposed rule went through the normal regulatory clearance process in the federal government, which included review by the Office of Management and Budget.
What Makes an Individual or Entity an Information Blocker?

• **Information blocking definition**

A practice by a health care provider, health IT developer, health information exchange, or health information network that, except as required by law or specified by the Secretary as a reasonable and necessary activity, is likely to interfere with, prevent, or materially discourage access, exchange, or use of electronic health information.

• **Elements of information blocking**

- Actor regulated by the information blocking provision
- Involves electronic health information (EHI)
- Practice is likely to interfere with, prevent, or materially discourage access, exchange, or use of EHI
- Requisite knowledge by the actor
- Not required by law
- Not covered by an exception
Consequences of Being an Information Blocker

- **Cures Act prescribes penalties for information blocking (§ 3022(b)(2), PHSA)**
  - Health IT developers, networks, and exchanges → Civil monetary penalty up to $1 million per violation
  - Healthcare providers → Appropriate disincentives

- **ONC proposed a certification ban (§ 170.581) for health IT developers in violation of the Conditions of Certification**
  - Information blocking Condition of Certification (proposed § 170.401)
  - Public listing of certification bans and terminations

- **CMS proposed public reporting of clinicians and hospitals who submit a “no” response to attestation statements related to information blocking**
"Actors" Regulated by the Information Blocking Provision

- Health Care Providers
- Health IT Developers of Certified Health IT
- Health Information Networks (HIN)
- Health Information Exchanges (HIE)
# Health Care Providers

## Who are they?

- a hospital
- skilled nursing facility
- nursing facility
- home health entity or other long term care facility
- health care clinic
- community mental health center
- renal dialysis facility
- blood center
- ambulatory surgical
- emergency medical services provider

- federally qualified health center
- group practice
- a pharmacist
- a pharmacy
- a laboratory
- a physician
- a practitioner
- a provider operated by, or under contract with, the Indian Health Service or by an Indian tribe, tribal organization, or urban Indian organization

- a rural health clinic
- a “covered entity” under certain statutory provisions
- an ambulatory surgical center
- a therapist
- any other category of health care facility, entity, practitioner, or clinician determined appropriate by the Secretary

## Clarification/Request for Comment

We are considering adjusting the information blocking definition of “health care provider” to cover all individuals and entities covered by the HIPAA “health care provider” definition.
Health IT Developer of Certified Health IT

Who/What are they?

An individual or entity that develops or offers health information technology and which had, at the time it engaged in a practice that is the subject of an information blocking claim, health IT (one or more) certified under the Program.

Clarifications/Request for Comment

• The Cures Act does not prescribe that conduct that may implicate the information blocking provisions be limited to practices related to only certified health IT.

• The Cures Act does not impose a temporal nexus that would require that information blocking be carried out at a time when an individual or entity had health IT certified under the Program.

  » We seek comment on methods to ensure that health IT developers of certified health IT will face consequences under the information blocking provision if they engage in information blocking in connection with EHI that was stored or controlled by the developer or offeror while they were participating in the Program.
Health Information Networks

Who/What are they?

An individual or entity that satisfies one or both of the following—

• Determines, oversees, administers, controls, or substantially influences policies or agreements that define business, operational, technical, or other conditions or requirements for enabling or facilitating access, exchange, or use of EHI between or among two or more unaffiliated individuals or entities.

• Provides, manages, controls, or substantially influences any technology or service that enables or facilitates the access, exchange, or use of EHI between or among two or more unaffiliated individuals or entities.

Clarifications and Examples

• Two parties are affiliated if one has the power to control the other, or if both parities are under the common control or ownership of a common owner.

• An entity is established within a state for the purpose of improving the movement of EHI between the health care providers operating in that state.

• A large health care provider (or other entity) functioning as a HIN.
Health Information Exchanges

Who/What are they?

An individual or entity that enables access, exchange, or use of EHI primarily between or among a particular class of individuals or entities or for a limited set of purposes.

Examples and Clarifications

- HIEs include but are not limited to regional health information organizations (RHIOs), state health information exchanges (state HIEs), and other types of organizations, entities, or arrangements that enable EHI to be accessed, exchanged, or used between or among particular types of parties or for particular purposes.
- An HIE might facilitate or enable the access, exchange, or use of EHI for a limited scope of participants and purposes (such as a clinical data registry).
- If an HIE facilitates the access, exchange, or use of EHI for more than a narrowly defined set of purposes, then it may be both an HIE and a HIN.
We propose to define electronic health information (EHI) to mean electronic protected health information (as defined in HIPAA), and any other information that:

» is transmitted by or maintained in electronic media (as defined in 45 CFR 160.103);

» identifies the individual, or with respect to which there is a reasonable basis to believe the information can be used to identify the individual; and

» relates to the past, present, or future health or condition of an individual; the provision of health care to an individual; or the past, present, or future payment for the provision of health care to an individual.
Where did our definition of EHI come from?

**STEP 1**
Congress already defined “health information” in the PHSA.

**STEP 2**
Our proposed rule focuses on **electronic** health information, so we leveraged HIPAA definitions of “electronic protected health information” and “electronic media.”

**STEP 3**
We refined the definition for the information blocking context.

- EHI may be provided directly from an individual or from technology that the individual has elected to use.
- EHI does not include health information that is de-identified consistent with the requirements of 45 CFR 164.514(b).
- Identified price information as part of payment information.
Electronic Health Information

Observational Health Information

• “Observational health information” includes:
  » Health information about a patient that could be captured in a patient record within an EHR and other clinical information management systems;
  » Information maintained in administrative and other IT systems when the information is clinically relevant, directly supports patient care, or facilitates the delivery of health care services to consumers.

• Information blocking concerns are especially pronounced when conduct concerns EHI that is created or maintained during the practice of medicine or the delivery of health care services.

Additional information that could be considered EHI

• EHI that is created through aggregation, algorithms, and other techniques that transform observational health information into fundamentally new data or insights that are not obvious from the observational information alone. This could include, for example, population-level trends, predictive analytics, risk scores, and EHI used for comparisons and benchmarking activities.

• An individual’s health insurance eligibility and benefits.

• Billing for health care services.

• Payment information for services to be provided or already provided, which may include price information.
The fragmented and complex nature of pricing within the health care system has decreased the efficiency of the health care system and has had negative impacts on patients, health care providers, health systems, plans, plan sponsors and other key health care stakeholders.

ONC has a unique role in setting the stage for such future actions by establishing the framework to prevent the blocking of price information.

We seek comment on the parameters and implications of including price information within the scope of EHI for purposes of information blocking.

Consistent with its statutory authority, the Department is considering subsequent rulemaking to expand access to price information for the public, prospective patients, plan sponsors, and health care providers.

The overall Department seeks comment on the technical, operational, legal, cultural, environmental and other challenges to creating price transparency within health care.
Interoperability Element

• We use the concept to analyze the likelihood of interference under the information blocking provision, and to structure some of the proposed exceptions.

• “Interoperability element” refers to any means by which EHI can be accessed, exchanged, or used.
  » Includes functional elements, technical information, technologies, services, licenses, rights, privileges, and other conditions necessary to support the many potential uses of EHI.

• An actor who controls an interoperability element of health IT that could be used to access, exchange, or use EHI is at risk of violating the information blocking provision if the actor refuses to allow others to license or use that interoperability element on reasonable terms.

• This applies regardless of whether the person who requires use of the interoperability element might complement or compete with the actor’s own technology or services.
Interfere with Access, Exchange, or Use

“Interfere with, prevent, or materially discourage”

- The terms “interfere with” and “interference” are used inclusive of prevention, material discouragement, and other forms of interference that implicate the information blocking provision.
- We interpret “interference” broadly and to take many forms.

“Access, exchange, or use”

- These concepts are closely related → EHI cannot be used unless it can be accessed, and this often requires that the EHI be exchanged among different individuals or entities and through various technological means.
- We propose to adopt interrelated definitions:
  - “Access” means the ability or means necessary to make electronic health information available for use, including the ability to securely and efficiently locate and retrieve information from any and all source systems in which the information may be recorded or maintained.
  - “Exchange” means the ability for EHI to be transmitted securely and efficiently between and among different technologies, systems, platforms, or networks in a manner that allows the information to be accessed and used.
  - “Use” means the ability of health IT or a user of health IT to access relevant EHI; to comprehend the structure, content, and meaning of the information; and to read, write, modify, manipulate, or apply the information to accomplish a desired outcome or to achieve a desired purpose.
Practices That Implicate the Information Blocking Provision

To *implicate* the provision is not necessarily to *violate* it.

Practices that implicate the information blocking provision:

- Imposing formal restrictions on access, exchange, or use of EHI
- Imposing informal restrictions on access, exchange, or use of EHI
- Disabling or restricting the use of a capability that enables users to share EHI with users of other systems
- Implementing capabilities in ways that limit the timeliness of access, exchange, or use of EHI
- Imposing terms or conditions on the use of interoperability elements that discourage their use
- Discouraging efforts to develop or use interoperable technologies or services by exercising influence over customers, users, or other persons
- Discriminatory practices that frustrate or discourage efforts to enable interoperability
- Rent-seeking and opportunistic pricing practices
- Implementing health IT in non-standard ways that substantially increase the complexity or burden of accessing, exchanging, or using EHI (for instance, not complying with section 3004 of the PHSA or consensus standards)
“...knows that such practice is unreasonable and is likely to interfere with, prevent, or materially discourage the access, exchange or use of electronic health information....” emphasis added.

“...knows, or should know, that such practice is likely to interfere with, prevent, or materially discourage the access, exchange or use of electronic health information....” emphasis added.
Required by Law

What does it means?

- It refers specifically to interferences with access, exchange, or use of EHI that are explicitly required by state or federal law.
- We have distinguished between interferences that are “required by law” and those engaged in pursuant to a privacy law, but which are not “required by law.”

Example – Privacy Practices Required by Law

- The HIPAA Privacy Rule requires that a covered entity must agree to the request of an individual to restrict disclosure of protected health information (PHI) about the individual to a health plan if the disclosure is for the purpose of carrying out payment or health care operations and not otherwise required by law and the PHI pertains solely to a health care item or service for which the individual, or person other than the health plan on behalf of the individual, has paid the covered entity in full. 45 CFR 164.522(a)(1)(vi).
Overview of Exceptions

- The seven categories of reasonable and necessary practices, and their corresponding conditions, are defined through the exceptions proposed at 45 CFR 171.201–207.

- If the actions of a regulated actor (health care provider, health IT developer, or health information exchange or network) satisfy one or more exception, the actions would not be treated as information blocking and the actor would not be subject to civil penalties and other disincentives under the law.

Proposed exceptions to the information blocking definition

- **171.201** — Preventing harm
- **171.202** — Promoting the privacy of EHI
- **171.203** — Promoting the security of EHI
- **171.204** — Recovering costs reasonably incurred
- **171.205** — Responding to requests that are infeasible
- **171.206** — Licensing of interoperability elements on reasonable and non-discriminatory terms
- **171.207** — Maintaining and improving health IT performance
Exception: Preventing Harm

OVERVIEW

Under the proposed exception, it will not be information blocking for an actor to engage in practices that are reasonable and necessary to prevent harm to a patient or another person, provided certain conditions are met.

To qualify for this exception, an actor must:

- Have a reasonable belief that the practice will directly and substantially reduce the likelihood of a recognized harm to a patient or another person
- Implement a Qualifying Organizational Policy
- Implement a Qualifying Individualized Finding

Objective

The public interest in protecting patients and other persons against unreasonable risks of harm can justify practices that are likely to interfere with access, exchange, or use of EHI. The exception focuses on risks of harm that are specific to access, exchange, or use of EHI.
Exception: Preventing Harm

Recognized Categories of Harm:

- Harm arising from corrupt or inaccurate data being recorded or incorporated in a patient’s electronic health record (does not include incompleteness of the EHR).
- Harm arising from misidentification of a patient or patient’s EHI.
- A determination by a licensed health care professional that disclosure is reasonably likely to endanger the life or physical safety of the patient or another person (provided that, if required by applicable federal or state law, the patient has been afforded any right of review of that determination).

Qualifying Organizational Policy

- If the practice implements an actor’s organizational policy, that policy must be —
  - In writing;
  - Based on relevant clinical, technical, and other appropriate expertise;
  - Implemented in a consistent and non-discriminatory manner; and
  - No broader than necessary to mitigate the risk of harm.

Qualifying Individualized Finding

- If the practice does not implement an organizational policy, the actor must make a finding in each case, based on the particularized facts and circumstances and, as applicable, relevant clinical, technical, and other appropriate expertise, that the practice is necessary and no broader than necessary to mitigate the risk of harm.
Exception: Promoting the Privacy of EHI

OVERVIEW

Under the proposed exception, it will not be information blocking for an actor to engage in certain recognized privacy-protective practices that interfere with the access, exchange, or use of EHI, and that are reasonable and necessary.

To qualify for this exception, an actor’s privacy-protective practice must:

- Satisfy at least one sub-exception
- Meet all conditions applicable to a sub-exception being relied on

Objective

If an actor is authorized to provide access, exchange, or use of EHI under a privacy law, then the information blocking provision would require that the actor provide that access, exchange, or use of EHI. However, the information blocking provision should not require the use or disclosure of EHI in a way that is prohibited under state or federal privacy laws.
Exception: Promoting the Privacy of EHI

**Sub-exception | Precondition not satisfied**

If an actor is required by a state or federal privacy law to satisfy a condition prior to providing access, exchange, or use of EHI, the actor may choose not to provide access, exchange, or use of such EHI if the precondition has not been satisfied.

**Certain conditions must be met:**

- The practice must implement and conform to the actor’s written organizational policies and procedures that specify the criteria to be used by the actor and, as applicable, the steps that the actor will take, in order that the precondition be satisfied.

  or

- The practice is documented by the actor, on a case-by-case basis, identifying the criteria used by the actor to determine when the precondition would be satisfied, any criteria that were not met, and the reason why the criteria were not met.

- The practice must be tailored to the specific privacy risk or interest being addressed;

- The practice must be implemented in a consistent and non-discriminatory manner; and

- If the precondition relies on the provision of consent or authorization from a person, the actor:
  
  • Did all things reasonably necessary within its control to provide the person with a meaningful opportunity to provide the consent or authorization; and
  
  • Did not improperly encourage or induce the person to not provide the consent or authorization.
Exception: Promoting the Privacy of EHI

Sub-exception | Precondition not satisfied

Example Preconditions

» A privacy law that requires that a person provide consent before her EHI can be accessed, exchanged, or used for specific purposes.

» A privacy law that authorizes the disclosure of PHI only once the identity and authority of the person requesting the information has been verified.

Applying the Conditions

» The HIPAA Privacy Rule generally requires covered entities (and their business associates) to take reasonable steps to limit the use or disclosure of protected health information to the minimum necessary to accomplish the intended purpose.

» An actor could meet the requirements of this sub-exception while exchanging less EHI than requested by another entity.

» The actor would not be information blocking if it implemented a written minimum necessary organizational policy and procedure in a manner tailored to the risk of disclosing more than the minimum necessary, and did so in a non-discriminatory and consistent manner.
Exception: Promoting the Privacy of EHI

Sub-exception | Health IT developer of certified health IT not covered by HIPAA

» If an actor is a health IT developer of certified health IT that is not required to comply with the HIPAA Privacy Rule, the actor may choose to interfere with access, exchange, or use of EHI for a privacy-protective purpose if certain conditions are met.

» The practice must:

  – Comply with applicable state or federal privacy laws;

  – Implement a process that is described in the actor’s organizational privacy policy;

  – Have previously been meaningfully disclosed to the persons and entities that use the actor’s product or service;

  – Be tailored to the specific privacy risk or interest being addressed; and

  – Be implemented in a consistent and non-discriminatory manner.
Exception: Promoting the Privacy of EHI

Sub-exception | Denial of an individual’s request for their electronic protected health information in the circumstances provided in 45 CFR 164.524(a)(1), (2), and (3)

» An actor that is a covered entity or business associate may deny an individual’s request for access to their EHI in the circumstances provided under 45 CFR 164.524(a)(1), (2), and (3) of the HIPAA Privacy Rule.

» There are no information blocking conditions to be met for this exception. However, conditions prescribed under each of 45 CFR 164.524(a)(1), (2), and (3) would need to be met, as applicable.

» 45 CFR 164.524(a)(1), (2), and (3) deals with:
  – Certain requests made by inmates of correctional institutions
  – Information created or obtained during research that includes treatment, if certain conditions are met.
  – Denials permitted by the Privacy Act
  – Information obtained from non-healthcare providers pursuant to promises of confidentiality
  – Psychotherapy notes
  – Information compiled in reasonable anticipation of, or for use in, a civil, criminal, or administrative action or proceeding
  – Additional reviewable and unreviewable grounds by licensed health care providers
Exception: Promoting the Privacy of EHI

Sub-exception | Respecting an individual’s request not to share information

» An actor may choose not to provide access, exchange, or use of an individual’s EHI if doing so fulfills the wishes of the individual.

» Certain conditions must be met:
  – The individual must have requested that his or her EHI not be accessed, exchanged, or used;
  – The request must have been initiated by the individual without any improper encouragement or inducement by the actor;
  – The actor or its agent must have documented the request within a reasonable time period; and
  – The practice must be implemented in a consistent and non-discriminatory manner.
Exception: Promoting the Security of EHI

OVERVIEW

Under the proposed exception, it will not be information blocking for an actor to engage in practices that interfere with access, exchange, or use of EHI and that are reasonable and necessary to secure EHI, subject to certain conditions.

Objective

Establish an exception that is sufficiently flexible to recognize all legitimate security practices.

To protect reasonable and necessary security practices by actors, but not prescribe a “maximum” level of security or dictate a one-size-fits-all approach.

To qualify for this exception, an actor’s security-related practice must:

- Satisfy threshold conditions
- Implement a Qualifying Organizational Security Policy
- or
- Implement a Qualifying Security Determination
Exception: Promoting the Security of EHI

Threshold Conditions:

To qualify for this exception, an actor’s practice must satisfy each of the following threshold conditions:

» The practice must be directly related to safeguarding the confidentiality, integrity, and availability of EHI.
» The practice must be tailored to the specific security risk being addressed.
» The practice must be implemented in a consistent and non-discriminatory manner.

Qualifying Organizational Security Policy

» If the practice implements and conforms to an actor’s written organizational security policy, that policy must:
  – Have been prepared on the basis of, and directly respond to, security risks identified and assessed by or on behalf of the actor;
  – Align with one or more applicable consensus-based industry standards or best practice guidance (e.g., NIST-800-53-4; the NIST Cybersecurity Framework; and NIST SP 800-100, SP 800-37, SP 800-39); and
  – Provide objective timeframes and other parameters for identifying, responding to, and addressing security incidents.

Qualifying Security Determination

» If the practice does not implement an organizational security policy, the actor must have made a determination, based on the particularized facts and circumstances, that:
  – The practice is necessary to mitigate the security risk to EHI; and
  – There are no reasonable and appropriate alternatives to the practice that address the security risk that are less likely to interfere with access, exchange, or use of EHI.
Under the proposed exception, it will not be information blocking for an actor to recover its reasonable costs of enabling access, exchange, or use of EHI. The proposed exception does not prescribe the amount of fees that can be charged, but imposes conditions to ensure that an actor's method for recovering costs is reasonable and non-discriminatory.

To qualify for this exception, an actor must ensure that:

- Its method for recovering costs complies with certain conditions

- It is not seeking to recover costs that are specifically excluded

- It complies with the Conditions of Certification at § 170.402(a)(4) or § 170.404, and the fee limitations imposed on health IT developers of certified health IT, if applicable

**Objective**

- Enable actors to recover the costs reasonably incurred to develop technologies and provide services that enhance interoperability, while not protecting rent-seeking, opportunistic fees, and exclusionary practices that interfere with access, exchange, or use of EHI.

- Would **not** prevent an actor from making a profit.
Exception: Recovering Costs Reasonably Incurred

Conditions Applicable to Cost Recovery Method

The method by which an actor recovers costs:

- **Must** be based on objective and verifiable criteria that are uniformly applied for all substantially similar or similarly situated classes of persons and requests;

- **Must** be reasonably related to the actor’s costs of providing the type of access, exchange, or use to, or at the request of, the person to whom the fee is charged;

- **Must** be reasonably allocated among all customers to whom the technology is supplied, or for whom the technology is supported;

- **Must not** be based in any part on whether the requestor or other person is a competitor, potential competitor, or will be using the data in a way that facilitates competition with the actor; and

- **Must not** be based on the sales, profit, revenue, or other value that the requestor or other persons may derive from the access, exchange, or use EHI that exceeds the actor’s reasonable costs for providing access, exchange, or use of EHI.
Exception: Recovering Costs Reasonably Incurred

Costs Specifically Excluded:

1. Costs that are incurred due to the health IT being designed or implemented in non-standard ways that unnecessarily increase the complexity, difficulty or burden of accessing, exchanging, or using EHI.

2. Costs associated with intangible assets (including depreciation or loss of value), other than the actual development or acquisition costs of such assets.

3. Opportunity costs, except for the reasonable forward-looking cost of capital.


5. A fee based in any part on an individual’s electronic access to their EHI.

6. A fee to perform an export of EHI via the capability of health IT certified to 45 CFR 170.315(b)(10) for the purposes of switching health IT or to provide patients with their EHI.

7. A fee to export or convert data from an EHR technology, unless such fee was agreed to in writing at the time the technology was acquired.
Exception: Responding to Requests that are Infeasible

OVERVIEW

Under the proposed exception, it will not be information blocking for an actor to interfere with access, exchange, or use of EHI because:

• The actor is unable to comply with a request to provide or facilitate access, exchange, or use; or
• The actor could only comply with the request by incurring costs or other burdens that are clearly unreasonable.

To qualify for this exception, an actor must demonstrate that:

- Complying with a request to access, exchange, or use EHI would impose a substantial burden on the actor that is unreasonable under the circumstances
- The actor timely responded to the request
- The actor worked with the requestor to identify and provide a reasonable alternative

Objective

Legitimate practical challenges beyond an actor’s control may limit its ability to comply with requests for access, exchange, or use of EHI. An actor may not have—and may be unable to obtain—the requisite technological capabilities, legal rights, financial resources, or other means necessary to provide a particular form of access, exchange, or use.
Exception: Responding to Requests that are Infeasible

**Substantial Burden**

» The following matters are taken into consideration when assessing whether complying with a request imposes a substantial burden on the actor that is unreasonable:

  - Type of EHI and the purposes for which it may be needed;
  - Cost to the actor of complying with the request in the manner requested;
  - Financial, technical, and other resources available to the actor;
  - Whether the actor provides comparable access, exchange, or use to itself or to its customers, suppliers, partners, and other persons with whom it has a business relationship;
  - Whether the actor owns or has control over a predominant technology, platform, health information exchange, or health information network through which EHI is accessed or exchanged; and
  - Whether the actor maintains electronic protected health information on behalf of a covered entity, or maintains EHI on behalf of the requestor or another person whose access, exchange, or use of EHI will be enabled or facilitated by the actor’s compliance with the request.

» The burden imposed on the actor is balanced against the countervailing costs to the requestor and other persons who would be harmed by the actor’s refusal to provide the requested access, exchange, or use of EHI.
Exception: Responding to Requests that are Infeasible

Timely Response and Cooperation

For any request that an actor claims is infeasible, the actor must:

» Provide the requestor with a detailed written explanation of why the actor could not accommodate the request.

» Work with the requestor in a timely manner to identify and provide a reasonable alternative means of accessing, exchanging, or using the EHI, as applicable.
Exception: Licensing of Interoperability Elements on Reasonable and Non-discriminatory Terms

OVERVIEW

Under the proposed exception, it will not be information blocking for an actor to interfere with the access, exchange, or use of EHI by limiting access to an interoperability element, so long as the interoperability element is available for use by those that need it on reasonable and non-discriminatory (RAND) terms.

To qualify for this exception, an actor must demonstrate that it:

- Timely responded to persons requesting to license or use an interoperability element
- Offered an appropriate license with RAND terms
- Met additional requirements relating to the provision of interoperability elements
- Complied with relevant conditions of certification

Objective

- An actor that controls a functional element of health IT that could be used to access, exchange, or use EHI should make that interoperability element available to others that need it, but can impose RAND terms when doing so.
- Complying with this exception would not prevent an actor from making a profit.
Exception: Licensing of Interoperability Elements on Reasonable and Non-discriminatory Terms

Timely Response

Upon receiving a request to license or use interoperability elements, the actor must respond to the requestor within 10 business days from receipt of the request by:

1. Negotiating with the requestor in a RAND fashion to identify the interoperability elements that are needed; and
2. Offering an appropriate license with RAND terms.

A RAND License:

» Provides all rights necessary to access and use interoperability elements for the purpose of (as applicable):
  – Developing products or services that are interoperable with the actor’s health IT, health IT under the actor’s control, or any third party who currently uses the actor’s interoperability elements to interoperate with such health IT;
  – Marketing, offering, and distributing interoperable products or services to potential customers and users; and
  – Enabling the use of interoperable products or services in production environments.

» Imposes no more than a reasonable royalty for use of the interoperability elements.

» Contains terms that are objective, verifiable, and uniformly applied, and are not based on whether the requestor is a competitor or the revenue the requestor may derive from the EHI obtained via the interoperability element.

» Must not contain collateral terms that are anti-competitive.

» Must not contain non-disclosure obligations that are broader than necessary to protect trade secrets.
Exception: Licensing of Interoperability Elements on Reasonable and Non-discriminatory Terms

Additional Requirements

To qualify for this exception, the actor must not engage in any practice that has any of the following purposes or effects:

» Impeding the efficient use of the interoperability elements to access, exchange, or use EHI for any purpose for which a person is authorized, permitted, or required to access, exchange, or use the EHI under applicable law;

» Impeding the efficient development, distribution, deployment, or use of an interoperable product or service for which there is actual or potential demand; or

» Making changes to interoperability elements or health IT that “break” compatibility or otherwise degrade the performance of the licensee’s compatible technologies or services, unless the actor has afforded the licensee a reasonable opportunity to update its technologies or services to maintain interoperability.
Exception: Maintaining and Improving Health IT Performance

OVERVIEW

Under the proposed exception, it will not be information blocking for an actor to interfere with the access, exchange, or use of EHI by making health IT unavailable in order to undertake maintenance or improvements to the health IT, provided certain conditions are met.

To qualify for this exception, the unavailability of health IT for maintenance or improvements must be:

- For no longer than necessary to achieve the maintenance or improvements for which the health IT was made unavailable
- Implemented in a consistent and non-discriminatory manner
- Agreed to by the individual or entity to whom the health IT is supplied.

Objective

For health IT to perform properly and efficiently, it must be maintained, and in some instances improved. This may require that health IT be taken offline temporarily.

Actors should not be deterred from taking reasonable and necessary measures to make health IT temporarily unavailable for the benefit of the overall performance of health IT.
Request for Information – Additional Exceptions

Exception for Complying with the Common Agreement for Trusted Exchange

We are considering whether we should propose, in a future rulemaking, a narrow exception to the information blocking provision for practices that are necessary to comply with the requirements of the Common Agreement.

Proposal would:

» Be narrowly framed such that contract terms, policies, or other practices that are not strictly necessary to comply with the Common Agreement would not qualify for the exception.

» Provide that an actor could benefit from this exception only if the practice or practices that the actor pursued were no broader than necessary under the circumstances.

Additional Exceptions

» We welcome comment on any potential new exceptions we should consider for future rulemaking.
Complaint Process

- Section 3022(d)(3)(A) of the PHSA directs the National Coordinator to implement a standardized process for the public to submit reports on claims of health information blocking.
- We intend to implement a complaint process by building on existing mechanisms, including the complaint process currently available at https://www.healthit.gov/healthit-feedback.
Section 3022(b)(2)(B) of the PHSA provides that any health care provider determined by the OIG to have committed information blocking shall be referred to the appropriate HHS agency to be subject to appropriate disincentives using authorities under applicable Federal law, as the Secretary sets forth through notice and comment rulemaking.

We request information on:

» Appropriate disincentives or if modifying disincentives already available under existing HHS programs and regulations would provide for effective deterrents.

» Section 3022(d)(4) of the PHSA provides that the Secretary, to the extent possible, ensure that penalties do not duplicate penalty structures that would otherwise apply with respect to information blocking and the type of individual or entity involved prior to enactment of the Cures Act.
Appendix

Health Care Provider Definition

and

Cross-Reference Table
### Public Health Service Act (42 U.S.C. 300jj)

The term “health care provider” includes a hospital, skilled nursing facility, nursing facility, home health entity or other long term care facility, health care clinic, community mental health center (as defined in section 300x–2(b)(1) of this title), renal dialysis facility, blood center, ambulatory surgical center described in section 1395l(i) of this title, emergency medical services provider, Federally qualified health center, group practice, a pharmacist, a pharmacy, a laboratory, a physician (as defined in section 1395x(r) of this title), a practitioner (as described in section 1395u(b)(18)(C) of this title), a provider operated by, or under contract with, the Indian Health Service or by an Indian tribe (as defined in the Indian Self-Determination and Education Assistance Act [25 U.S.C. 450 et seq.]), tribal organization, or urban Indian organization (as defined in section 1603 of title 25), a rural health clinic, a covered entity under section 256b of this title, an ambulatory surgical center described in section 1395l(i) of this title, a therapist (as defined in section 1395w–4(k)(3)(B)(iii) of this title), and any other category of health care facility, entity, practitioner, or clinician determined appropriate by the Secretary.
<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Community Mental Health Centers</strong></td>
<td>(c) Criteria for mental health centers. The criteria referred to in subsection (b)(2) regarding community mental health centers are as follows:</td>
</tr>
<tr>
<td>(as defined in 42 USC § 300x–2(b)(1))</td>
<td>(1) With respect to mental health services, the centers provide services as follows:</td>
</tr>
<tr>
<td></td>
<td>(A) Services principally to individuals residing in a defined geographic area (hereafter in this subsection referred to as a “service area”).</td>
</tr>
<tr>
<td></td>
<td>(B) Outpatient services, including specialized outpatient services for children, the elderly, individuals with a serious mental illness, and residents of the service areas of the centers who have been discharged from inpatient treatment at a mental health facility.</td>
</tr>
<tr>
<td></td>
<td>(C) 24-hour-a-day emergency care services.</td>
</tr>
<tr>
<td></td>
<td>(D) Day treatment or other partial hospitalization services, or psychosocial rehabilitation services.</td>
</tr>
<tr>
<td></td>
<td>(E) Screening for patients being considered for admission to State mental health facilities to determine the appropriateness of such admission.</td>
</tr>
<tr>
<td></td>
<td>(2) The mental health services of the centers are provided, within the limits of the capacities of the centers, to any individual residing or employed in the service area of the center regardless of ability to pay for such services.</td>
</tr>
<tr>
<td></td>
<td>(3) The mental health services of the centers are available and accessible promptly, as appropriate and in a manner which preserves human dignity and assures continuity and high quality care.</td>
</tr>
<tr>
<td><strong>Ambulatory Surgical Center</strong></td>
<td>(9)The term “ambulatory surgical center” has the meaning applicable to such term under title XVIII of the Social Security Act [et seq.].</td>
</tr>
<tr>
<td>(as defined in 42 USC § 296(9))</td>
<td></td>
</tr>
<tr>
<td>Cross-Referenced Term(s)</td>
<td>Definition</td>
</tr>
<tr>
<td>--------------------------</td>
<td>------------</td>
</tr>
</tbody>
</table>
| **Physician** (as defined in 42 USC § 1395x(r)) | (r) Physician  
The term “physician”, when used in connection with the performance of any function or action, means (1) a doctor of medicine or osteopathy legally authorized to practice medicine and surgery by the State in which he performs such function or action (including a physician within the meaning of section 1301(a)(7) of this title (see below)), (2) a doctor of dental surgery or of dental medicine who is legally authorized to practice dentistry by the State in which he performs such function and who is acting within the scope of his license when he performs such functions, (3) a doctor of podiatric medicine for the purposes of subsections (k), (m), (p)(1), and (s) of this section and sections 1395f(a), 1395k(a)(2)(F)(ii), and 1395n of this title but only with respect to functions which he is legally authorized to perform as such by the State in which he performs them, (4) a doctor of optometry, but only for purposes of subsection (p)(1) and with respect to the provision of items or services described in subsection (s) which he is legally authorized to perform as a doctor of optometry by the State in which he performs them, or (5) a chiropractor who is licensed as such by the State (or in a State which does not license chiropractors as such, is legally authorized to perform the services of a chiropractor in the jurisdiction in which he performs such services), and who meets uniform minimum standards promulgated by the Secretary, but only for the purpose of subsections (s)(1) and (s)(2)(A) and only with respect to treatment by means of manual manipulation of the spine (to correct a subluxation) which he is legally authorized to perform by the State or jurisdiction in which such treatment is provided. For the purposes of section 1395y(a)(4) of this title and subject to the limitations and conditions provided in the previous sentence, such term includes a doctor of one of the arts, specified in such previous sentence, legally authorized to practice such art in the country in which the inpatient hospital services (referred to in such section 1395y(a)(4) of this title) are furnished. |
<p>| <strong>Physician</strong> (as defined in 42 USC § 1301(a)(7)) | (7) The terms “physician” and “medical care” and “hospitalization” include osteopathic practitioners or the services of osteopathic practitioners and hospitals within the scope of their practice as defined by State law. |</p>
<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
</table>
| **Practitioner** (as defined in 42 USC § 1395u(b)(18)(C)) | (C) A practitioner described in this subparagraph is any of the following:  
(i) A physician assistant, nurse practitioner, or clinical nurse specialist (as defined in section 1395x(aa)(5) of this title).  
(ii) A certified registered nurse anesthetist (as defined in section 1395x(bb)(2) of this title).  
(iii) A certified nurse-midwife (as defined in section 1395x(gg)(2) of this title).  
(iv) A clinical social worker (as defined in section 1395x(hh)(1) of this title).  
(v) A clinical psychologist (as defined by the Secretary for purposes of section 1395x(ii) of this title).  
(vi) A registered dietitian or nutrition professional. |
| **Clinical Nurse Specialist** (as defined in 42 USC § 1395x(aa)(5)) | (B) The term “clinical nurse specialist” means, for purposes of this subchapter, an individual who—  
(i) is a registered nurse and is licensed to practice nursing in the State in which the clinical nurse specialist services are performed; and  
(ii) holds a master’s degree in a defined clinical area of nursing from an accredited educational institution. |
<p>| <strong>Certified Nurse Anesthetist</strong> (as defined in 42 USC § 1395x(bb)(2)) | (2) The term “certified registered nurse anesthetist” means a certified registered nurse anesthetist licensed by the State who meets such education, training, and other requirements relating to anesthesia services and related care as the Secretary may prescribe. In prescribing such requirements the Secretary may use the same requirements as those established by a national organization for the certification of nurse anesthetists. Such term also includes, as prescribed by the Secretary, an anesthesiologist assistant. |
| <strong>Certified Nurse-midwife</strong> (as defined in 42 USC § 1395x(gg)(2)) | (2) The term “certified nurse-midwife” means a registered nurse who has successfully completed a program of study and clinical experience meeting guidelines prescribed by the Secretary, or has been certified by an organization recognized by the Secretary. |</p>
<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
</table>
| Clinical Social Worker (as defined in 42 USC § 1395x(hh)(1)) | (hh) Clinical social worker; clinical social worker services  
(1) The term “clinical social worker” means an individual who—  
(A) possesses a master’s or doctor’s degree in social work;  
(B) after obtaining such degree has performed at least 2 years of supervised clinical social work; and  
(C) (i) is licensed or certified as a clinical social worker by the State in which the services are performed, or  
(ii) in the case of an individual in a State which does not provide for licensure or certification—  
(I) has completed at least 2 years or 3,000 hours of post-master’s degree supervised clinical social work practice under the supervision of a master’s level social worker in an appropriate setting (as determined by the Secretary), and  
(II) meets such other criteria as the Secretary establishes |
| Clinical Psychologist (as defined in 42 CFR § 410.71) |  
d) Qualifications. For purposes of this subpart, a clinical psychologist is an individual who -  
(1) Holds a doctoral degree in psychology; and  
(2) Is licensed or certified, on the basis of the doctoral degree in psychology, by the State in which he or she practices, at the independent practice level of psychology to furnish diagnostic, assessment, preventive, and therapeutic services directly to individuals. |
<p>| Indian Tribe (as defined in 42 USC § 300f(14)) | (14) The term “Indian Tribe” means any Indian tribe having a Federally recognized governing body carrying out substantial governmental duties and powers over any area. For purposes of sections 300j–12, 300j–19a, and 300j–19b of this title, the term includes any Native village (as defined in section 1602(c) of title 43). |</p>
<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
</table>
| **Urban Indian Organization**  
(as defined in 25 USC § 1603) | 29) Urban Indian organization  
The term “Urban Indian organization” means a nonprofit corporate body situated in an urban center, governed by an urban Indian controlled board of directors, and providing for the maximum participation of all interested Indian groups and individuals, which body is capable of legally cooperating with other public and private entities for the purpose of performing the activities described in section 1653(a) of this title. |
| **Covered Entity**  
(as defined in 42 USC §256b) | (4) “Covered entity” defined in this section, the term “covered entity” means an entity that meets the requirements described in paragraph (5) and is one of the following:  
(A) A Federally-qualified health center (as defined in section 1905(l)(2)(B) of the Social Security Act [42 U.S.C. 1396d(l)(2)(B)]).  
(B) An entity receiving a grant under section 256a [1] of this title. (for the development and operation of demonstration programs to provide patient navigator services to improve health care outcomes)  
(C) A family planning project receiving a grant or contract under section 300 of this title.  
(D) An entity receiving a grant under subpart II 1 of part C of subchapter XXIV (relating to categorical grants for outpatient early intervention services for HIV disease).  
(E) A State-operated AIDS drug purchasing assistance program receiving financial assistance under subchapter XXIV.  
(F) A black lung clinic receiving funds under section 937(a) of title 30.  
(G) A comprehensive hemophilia diagnostic treatment center receiving a grant under section 501(a)(2) of the Social Security Act [42 U.S.C. 701(a)(2)].  
(H) A Native Hawaiian Health Center receiving funds under the Native Hawaiian Health Care Act of 1988.  
(I) An urban Indian organization receiving funds under title V of the Indian Health Care Improvement Act [25 U.S.C. 1651 et seq.]. |
<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
</table>
| **Covered Entity** (as defined in 42 USC §256b) | (J) Any entity receiving assistance under subchapter XXIV (HIV Health Care Services Program) (other than a State or unit of local government or an entity described in subparagraph (D)), but only if the entity is certified by the Secretary pursuant to paragraph (7).  
(K) An entity receiving funds under section 247c of this title (relating to treatment of sexually transmitted diseases) or section 247b(j)(2) 1 of this title (relating to treatment of tuberculosis) through a State or unit of local government, but only if the entity is certified by the Secretary pursuant to paragraph (7).  
(L) A subsection (d) hospital (as defined in section 1886(d)(1)(B) of the Social Security Act [42 U.S.C. 1395ww(d)(1)(B)]) that—  
   (i) is owned or operated by a unit of State or local government, is a public or private non-profit corporation which is formally granted governmental powers by a unit of State or local government, or is a private non-profit hospital which has a contract with a State or local government to provide health care services to low income individuals who are not entitled to benefits under title XVIII of the Social Security Act [42 U.S.C. 1395 et seq.] or eligible for assistance under the State plan under this subchapter;  
   (ii) for the most recent cost reporting period that ended before the calendar quarter involved, had a disproportionate share adjustment percentage (as determined under section 1886(d)(5)(F) of the Social Security Act [42 U.S.C. 1395ww(d)(5)(F)]) greater than 11.75 percent or was described in section 1886(d)(5)(F)(i)(II) of such Act [42 U.S.C. 1395ww(d)(5)(F)(i)(II)]; and  
   (iii) does not obtain covered outpatient drugs through a group purchasing organization or other group purchasing arrangement. |
### Health Care Provider Definition Cross-Reference Table

<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
</table>
| **Subsection (d) Hospital** (as defined in 42 USC §1395ww(d)(1)(B)) | (B) As used in this section, the term “subsection (d) hospital” means a hospital located in one of the fifty States or the District of Columbia other than—  
(i) a psychiatric hospital (as defined in section 1861(f)),  
(ii) a rehabilitation hospital (as defined by the Secretary),  
(iii) a hospital whose inpatients are predominantly individuals under 18 years of age,  
(iv) a hospital which has an average inpatient length of stay (as determined by the Secretary) of greater than 25 days,  
(v)(I) a hospital that the Secretary has classified, at any time on or before December 31, 1990, (or, in the case of a hospital that, as of the date of the enactment of this clause, is located in a State operating a demonstration project under section 1814(b), on or before December 31, 1991) for purposes of applying exceptions and adjustments to payment amounts under this subsection, as a hospital involved extensively in treatment for or research on cancer,  
(II) a hospital that was recognized as a comprehensive cancer center or clinical cancer research center by the National Cancer Institute of the National Institutes of Health as of April 20, 1983, that is located in a State which, as of December 19, 1989, was not operating a demonstration project under section 1814(b), that applied and was denied, on or before December 31, 1990, for classification as a hospital involved extensively in treatment for or research on cancer under this clause (as in effect on the day before the date of the enactment of this subclause), that as of the date of the enactment of this subclause, is licensed for less than 50 acute care beds, and that demonstrates for the 4-year period ending on December 31, 1996, that at least 50 percent of its total discharges have a principal finding of neoplastic disease, as defined in subparagraph (E), or |
<table>
<thead>
<tr>
<th>Cross-Referenced Term(s)</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Subsection (d) Hospital</strong> (as defined in 42 USC §1395ww(d)(1)(B))</td>
<td>(III) a hospital that was recognized as a clinical cancer research center by the National Cancer Institute of the National Institutes of Health as of February 18, 1998, that has never been reimbursed for inpatient hospital services pursuant to a reimbursement system under a demonstration project under section 1814(b), that is a freestanding facility organized primarily for treatment of and research on cancer and is not a unit of another hospital, that as of the date of the enactment of this subclause, is licensed for 162 acute care beds, and that demonstrates for the 4-year period ending on June 30, 1999, that at least 50 percent of its total discharges have a principal finding of neoplastic disease, as defined in subparagraph (E); (vi) a hospital that first received payment under this subsection in 1986 which has an average inpatient length of stay (as determined by the Secretary) of greater than 20 days and that has 80 percent or more of its annual Medicare inpatient discharges with a principal diagnosis that reflects a finding of neoplastic disease in the 12-month cost reporting period ending in fiscal year 1997; and, in accordance with regulations of the Secretary, does not include a psychiatric or rehabilitation unit of the hospital which is a distinct part of the hospital (as defined by the Secretary). A hospital that was classified by the Secretary on or before September 30, 1995, as a hospital described in clause (iv) (as in effect as of such date) shall continue to be so classified (or, in the case of a hospital described in clause (iv)(II), as so in effect, shall be classified under clause (vi) on and after the effective date of such clause (vi) and for cost reporting periods beginning on or after January 1, 2015, shall not be subject to subsection (m) as of the date of such classification) notwithstanding that it is located in the same building as, or on the same campus as, another hospital.</td>
</tr>
<tr>
<td><strong>Therapist</strong> (as defined in 42 USC § 1395w–4(k)(3)(B)(iii))</td>
<td>(iii) A physical or occupational therapist or a qualified speech-language pathologist.</td>
</tr>
</tbody>
</table>
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