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I. INTRODUCTION

The health information marketplace of 2016 is filled with technology that enables individuals to be more engaged in managing their own health outside of the traditional health care sphere than ever before. The wearable fitness trackers, social media sites where individuals share health information through specific social networks, and other technologies that are common today did not exist when Congress enacted the Health Insurance Portability and Accountability Act of 1996 (HIPAA) (Pub. L. 104-191). While HIPAA serves traditional health care well and continues to support national priorities for interoperable health information with its media-neutral Privacy Rule, its scope is limited. It applies only to organizations known as “covered entities,” health plans, health care clearinghouses, and health care providers conducting certain electronic transactions, and their “business associates,” persons or entities that perform certain functions or activities involving the use or disclosure of individually identifiable health information on behalf of or in providing services to covered entities. Today, in addition to these traditional health care organizations, scores of new businesses that collect, handle, analyze, and disclose health information about individuals have emerged. This Report: 1) analyzes the scope of privacy and security protections of an individual’s health information for these new and emerging technology products that are not regulated by HIPAA; 2) identifies key gaps that exist between HIPAA regulated entities and those not regulated by HIPAA; and 3) recommends addressing those gaps in a way that protects consumers while leveling the playing field for innovators inside and outside of HIPAA.

This Report focuses on “mHealth technologies” and “health social media.” The former includes entities that collect or deal in personal health records (PHRs) and cloud-based or mobile software tools that intend to collect health information directly from individuals and enable sharing of such information, such as wearable fitness trackers. The latter includes internet-based social media sites on which individuals create or take advantage of specific opportunities to share their health conditions and experiences. Taken together, these mHealth technologies and health social media that are outside the scope of HIPAA are referred to as “non-covered entities” or NCEs. This Report does not cover products, services, and data sources where health information is derived from other data (such as GPS reporting, where one can infer an individual’s physical activity, or air quality reporting data from which respiratory health might be inferred), or

2 45 C.F.R. 160.103.
3 Individuals who are members of a covered entity’s workforce are not considered business associates.
4 This report was initially required by Congress in Section 13424 of the Health Information Technology for Economic and Clinical Health Act (HITECH Act) of 2009, and is herewith submitted, Pub. L. 111-5, Div. A, Title XIII, § 13424, Feb. 17, 2009, 123 Stat. 276. The HITECH Act was enacted as part of the American Recovery and Reinvestment Act (ARRA) of 2009.
5 PHRs are on-line tools that consumers use to manage their health information. When not offered to a consumer by a HIPAA covered entity, the PHR is not regulated by HIPAA.
6 This report uses the term “health information” in a generic sense to mean information about the health or health care of an individual regardless of who creates or maintains the data and not as that term is defined in the HIPAA Rules. See Analysis section, infra, pp. 21 – 22.
information casually disclosed by individuals, such as a personal Facebook post that one has the flu. Products that may meet the definition of a device under section 201(h) of the Federal Food, Drug, and Cosmetic Act (FD&C Act), such as apps that can control the inflation and deflation of a blood pressure cuff or the delivery of insulin on an insulin pump, also are not discussed here, though these tools also may not be regulated by HIPAA.8

This Report is a snapshot as of July 2016 and is organized as follows: Section II contains an executive summary of key concepts and describes the Report’s methodology. Section III outlines how health information about individuals is collected today, including a discussion of mHealth technologies. Section IV describes the federal legal landscape of health information privacy and security and summarizes the scope of HIPAA, Section 5 of the Federal Trade Commission (FTC) Act, and breach notification rules for health information about individuals that the Department of Health and Human Services’ (HHS) Office for Civil Rights (OCR) and FTC have promulgated. Section V analyzes how the laws or gaps impact the privacy or security of individuals’ health information in various scenarios. Finally, Section VI provides key findings and conclusions to consider as potential next steps.

II. EXECUTIVE SUMMARY

Nearly every aspect of the modern citizen’s life has a virtual or electronic component. In this environment, people choose every day to share information online at the click of a button, and health care information is no exception. Sharing information electronically can offer real benefits, such as saving time, improving services, and increasing engagement.9 However, it also exposes the shared information to additional risks. The widespread nature of this data sharing and collection in all sectors, not just the health care sector, is well documented in a recent FTC report on the Internet of Things (IOT Report).10 This Report focuses specifically on the gaps in oversight between HIPAA-covered entities that collect health data from individuals and those that are not regulated by HIPAA.

---

Health information technology (health IT) allows individuals to more conveniently access and manage their health information.\textsuperscript{11} Health IT encompasses a variety of products and services, including electronic health records (EHRs)—record-keeping systems typically found within traditional health care and thus subject to HIPAA—as well as more consumer oriented mHealth technologies.\textsuperscript{12}

In the traditional health care industry, where care is provided by a provider or hospital and paid for through health insurance, an individual’s health information is protected in three main ways: First, HIPAA, a federal law that establishes a nationwide floor of privacy and security standards, imposes protections through its implementing Privacy, Security, and Breach Notification Rules. Those rules are enforced by OCR, while criminal penalties for certain disclosures are enforced by the Department of Justice.\textsuperscript{13} Second, the FTC enforces the FTC Act’s consumer protection prohibition against acts or practices that are unfair or deceptive. These could include, for example, failing to comply with an entity’s own privacy policy, deceptively failing to disclose material information about the use of personally identifiable information, or failing to reasonably secure this information. Third, approximately half the states have enacted health privacy rules that apply in addition to, and are more protective of patient privacy than, HIPAA but which concern specific clinical conditions or circumstances (HIV/AIDS status, mental or reproductive health conditions, or the health information of teenagers, for example).\textsuperscript{14} Yet, as the electronic sharing and storage of health information increases, and as individuals become more engaged in sharing personal health information online, organizations that are not regulated by HIPAA, the FTC, or state law may collect, share, or use health information about individuals in ways that may put such data at risk of being shared improperly.\textsuperscript{15}

\textsuperscript{11} Numerous forces are driving the health care industry toward the use of health IT, such as the potential for reducing medical errors and health care costs, and increasing individuals’ involvement in their own health and health care. To facilitate this advancement and reap its benefits while reducing the risks, it is important to consider individual privacy interests together with the potential benefits to population health. U.S. Department of Health and Human Services, Office of the National Coordinator for Health Information Technology (ONC), Nationwide Privacy and Security Framework For Electronic Exchange of Individually Identifiable Health Information (ONC P & S Framework) p. 1 (Dec. 2008), available at: https://www.healthit.gov/policy-researchers-implementers/nationwide-privacy-and-security-framework-electronic-exchange.

\textsuperscript{12} Multifunctional products, such as EHRs, may have functionalities that meet the definition of a device under section 201(h) of the Food Drug &Cosmetic Act of 1938, 21 U.S.C § 301 et seq., and such device functionalities are subject to FDA oversight.

\textsuperscript{13} See, infra HIPAA Jurisdiction section (section II-A) of this Report.


\textsuperscript{15} ONC P& S Framework, p. 5 supra, note 11 (noting that “if individuals and other participants in a network lack trust in electronic exchange of information due to perceived or actual risks to individually identifiable health information or the accuracy and completeness of such information, it may affect their willingness to disclose necessary health information and could have life-threatening consequences”).
Challenges of Safeguarding Electronic Health Information

While technological innovation has advanced at an extraordinary pace in recent years, privacy and security protections of health information have not kept up:

**New types of entities that collect, share, and use health information are not regulated by HIPAA:** Health information is increasingly collected, shared, or used by new types of organizations beyond the traditional health care organizations currently covered by HIPAA,\(^\text{16}\) such as peer health communities, online health management tools, and websites used to generate information for research, any of which might be accessed on computers or smart phones and other mobile devices. If they are not determined to be health plans, health care clearinghouses, or health care providers conducting certain electronic transactions, and they are not acting on behalf of, or providing a service to, a HIPAA covered entity, they are not subject to the HIPAA standards for covered entities and business associates. We call entities not subject to HIPAA non-covered entities or NCEs in this Report.

**Individuals may have a limited or incorrect understanding of when data about their health is protected by law, and when it is not:** Individuals who share their health information with NCEs might not fully understand where the protections afforded by HIPAA begin and end. They may incorrectly think HIPAA provides standards for privacy and security in all contexts where their health information is collected, shared, or used. Consequently, individuals may inadvertently consent to unanticipated types of information sharing and use by NCEs collecting their health information.\(^\text{17}\) Although the conduct may be regulated by the FTC’s consumer protection oversight, which does not depend on whether the conduct is subject to HIPAA, this oversight does not provide the same type or level of protection as HIPAA. In short, consumers may not be equipped to evaluate the privacy and security implications that attach to the NCEs with which they interact every day.

**Health information collected in more places without consistent security standards may pose a cybersecurity threat (of which individuals may be unaware):** As more and more data is stored electronically, and as information is stored in multiple locations, the new locations for storage and new collection points make the data increasingly vulnerable to cybersecurity attacks. Because this concern was discussed in depth in the FTC’s IOT report, this Report will not examine it extensively here.\(^\text{18}\) But it is important to note for our purposes that while HIPAA imposes security standards for individually identifiable health information held by covered entities and business associates, such legal standards do not necessarily apply to NCEs, although to the extent NCEs fail to reasonably secure consumers’ personal information, they might run afoul of the FTC Act’s prohibition on unfair or deceptive acts or practices described below.

---

\(^\text{16}\) Many of these entities are covered by the FTC Act, irrespective of the fact that they are not covered by HIPAA, but the protections are not identical under the two statutory schemes.


Individuals generally have greater rights regarding access to data held by HIPAA covered entities than data held by Non-Covered Entities: The HIPAA Rules give individuals specific rights to access individually identifiable health information about them held by covered entities. Those rights include the provision of the information in a timely manner, in the form and format requested by the individual if it is readily producible, and in electronic form if the information is maintained electronically. The individual also has the right to direct the covered entity to transmit a copy of the information directly to another person designated by the individual. In addition, the HHS Office of the National Coordinator for Health Information Technology (ONC) published the 2015 Edition Health Information Technology Certification Criteria Final Rule (2015 Edition Final Rule), which provides a technical standard by which individuals can take advantage of their HIPAA access rights and supports the patient engagement requirements of the Medicare and Medicaid Programs Electronic Health Record Incentive Program Stage 3, commonly known as the Meaningful Use program. ONC’s 2015 Edition Final Rule supports the use of “Application Programming Interfaces” (APIs) to facilitate patient access to electronic health information pursuant to patients’ HIPAA access rights. Where HIPAA does not apply, however, it is unclear whether individuals have any rights to access data about themselves held by others. NCEs may grant individuals such access through the terms of use for their products or services, but such access may not be required by law.

Lack of understanding of what rules apply may hinder economic growth and development of beneficial products that could help generate better health, smarter spending, and healthier people: Health privacy and security law experts have a reasonably clear idea of where HIPAA protections end, but the layperson likely does not. Moreover, even entrepreneurs, particularly those outside the health care industry, seeking to take advantage of health information technology and develop mHealth technologies and health social media, may not have a clear understanding of where HIPAA oversight begins and ends. This lack of clarity may impede innovation that could improve health or otherwise benefit individuals or the nation. For example, for HIPAA covered entities, it is often unclear to developers which information is considered to be “individually identifiable health information” that is subject to

---

20 80 F.R. 62762 (October 16, 2015)
protection by the HIPAA Rules, and which is not.\(^\text{24}\) (This is discussed in detail below in section V, including examples of confusing terminology.) Additionally, if the way in which technology is used evolves over time, federal requirements for health information privacy may apply to the new uses but not the old ones, or vice versa, resulting in shifting regulatory requirements and expectations for developers and entrepreneurs.

This Report finds that large gaps in policies around access, security, and privacy continue, and finds that confusion persists among both consumers and innovators.

Methods

Beginning in 2010, ONC conducted a study reviewing and analyzing the application of privacy and security requirements to non-HIPAA covered entities and business associates.\(^\text{25}\) The study consisted of multiple components, including a white paper exploring the privacy and security practices of entities dealing with PHRs and other NCEs.\(^\text{26}\) ONC also leveraged existing work products and resources from the FTC, OCR, and National Committee on Vital and Health Statistics (NCVHS). Additional activities informing the study included the following:

- ONC hosted a free, day-long public roundtable, entitled “Personal Health Records – Understanding the Evolving Landscape” (PHR Roundtable).\(^\text{27}\) The PHR Roundtable improved ONC’s understanding of the latest generation of PHRs and other emerging health information technologies and assisted with the identification of privacy and security issues. The PHR Roundtable included four panels of prominent researchers, legal scholars, representatives of consumers, and industry organizations.

- In conjunction with the PHR Roundtable, ONC solicited public comment on the following issues relating to PHRs: 1) privacy and security and emerging technologies; 2) consumer expectations about collection and use of health information; 3) privacy and security requirements for NCEs; and 4) any other comments on PHRs and NCEs. In

\(^{24}\) ONC Roundtable: Personal Health Records, Understanding the Evolving Landscape (December 3, 2010). PHR Roundtable Transcript, p. 374 (noting that “The borders are very blurred as between what health information is and what other information is, that the mode of holding information is very blurred between what an electronic health record might be, a PHR might be and any other mode, and that it’s very difficult to put boundaries around these different things and to know how to manage them.”), available at: https://www.healthit.gov/sites/default/files/120310_onc_editedec.pdf.


\(^{26}\) The Maximus Report, as well as this Report, is not intended to be a comprehensive explanation of all of HIPAA or of all laws that regulate information about individuals. Rather, the reports explain the provisions of HIPAA relevant to the Report’s scope.

response to this inquiry, ONC received 337 public comments from a wide range of stakeholders. ONC collated and analyzed these comments and drew upon them to inform this final Report.

- OCR, in consultation with ONC, analyzed PHRs in the context of the HIPAA Privacy Rules and delineated the types of PHRs offered by HIPAA covered entities/business associates.  


OCR P&S Framework, supra note 11.

- In March 2012, ONC hosted a Mobile Devices Roundtable, entitled “Safeguarding Health Information: Real World Usages and Real World Privacy & Security Practices.” At this roundtable, consumers, developers, and privacy and security experts provided information and input about rapidly evolving mobile health technologies.

- In preparing this Report, ONC engaged in extensive discussions with representatives from the FTC’s Division of Privacy and Identity Protection within the Bureau of Consumer Protection and with OCR on key issues associated with the privacy and security of non-HIPAA covered entities/business associates.

### III. HOW HEALTH INFORMATION ABOUT INDIVIDUALS IS COLLECTED TODAY

This section describes some of the ways in which health information is being collected by entities not subject to the HIPAA Privacy and Security Rules. In section IV, below, we discuss what rules apply to health information collected within and outside the HIPAA context.

---


29 ONC P&S Framework, supra note 11.

30 Materials and a transcript of the mobile health roundtable are available at: https://www.healthit.gov/policy-researchers-implementers/mobile-devices-roundtable-safeguarding-health-information.
One way health information is collected is through mHealth technologies, including tablets, smartphones, software applications, and wearable sensors. mHealth technology allows individuals to monitor daily activities and record vital signs or other biometric data outside of equipment in their doctor’s office. These applications enable individuals to become more engaged in their health and serve as a means of collecting and sharing health information. Some have the ability to link to a physician's EHR system or to link to a PHR selected by the individual. Some store data locally on a patient’s mobile device as well as with the vendor. However, these technologies may present privacy issues. Absent the protections of the HIPAA Rules, device vendors may also share the data with multiple other parties, although this sharing would be subject to FTC enforcement if it were to violate the FTC’s prohibition on unfair or deceptive conduct.


35 See Chris Gullo, Leveraging Location in Consumer Health Apps, mobihealthnews.com (Oct. 14, 2011), available at: http://mobihealthnews.com/13755/leveraging-location-in-consumer-health-apps/ (referring to Tomorrow Networks, a new mobile advertising network for health care providers); The Federal Communications Commission (FCC) Helping Consumers Harness the Potential of Location-Based Services Forum (June 28, 2011), available at: http://hraunfoss.fcc.gov/edocs_public/attachmatch/DOC-308022A1.pdf (participants acknowledged the trend toward collecting increasingly granular location information, emphasizing both the value of precise services and the need for user control to address the attendant privacy and security issues); Aarathi Prasad, Exposing Privacy Concerns in mHealth Data Sharing, Dartmouth Computer Science Technical Report TR2012-711, 3 (January 2012), available at: http://www.cs.dartmouth.edu/site-content/reports/TR2012-711/ (noting that individuals may share their personal information without considering the different sharing options of a mHealth solution); Groupe Spécial Mobile Association (GSMA), Privacy Design Guidelines for Mobile Application Development (Feb. 22, 2012), available at: http://www.gsma.com/publicpolicy/mobile-and-privacy/design-guidelines, (noting that even mobile “applications that legitimately access and use personal information may fail to meet the privacy expectations of users . . .”). The GSMA recently released a set of universal mobile principles that describe the way in which mobile consumers’ privacy could be respected and protected.

mHealth technology extends to applications, or “apps,” that consumers download onto their smartphones or tablets.\(^{37}\) When an app is not offered by a HIPAA covered entity or a business associate, it is outside the scope of HIPAA’s protections. A common example is wearable fitness trackers sold to a consumer directly.\(^{38}\) Where mHealth technology is used by a covered entity, such as a health care provider,\(^{39}\) and that technology collects, stores, or uses individually identifiable health information, the health information on the device is protected by the HIPAA Rules. Thus, mHealth technology used by individuals to manage their own health, but not offered or provided to the individual by a covered entity or business associate, is outside of HIPAA’s scope.\(^{40}\) mHealth technology may, however, be subject to other federal laws, in


\(\text{\textsuperscript{38}}\) FDA MMA Guidance, supra note 8. The guidance outlined FDA’s narrowly-tailored, functionality-based approach to mobile apps that focuses its oversight on a subset of functionalities that the agency already regulates and that present a greater safety risk to patients if they do not work as intended. FDA refers to this subset of mobile apps as mobile medical apps (MMA). The MMA guidance does not discuss privacy and security requirements for these apps. Specifically, the MMA guidance explains that FDA intends to exercise patient safety enforcement discretion for certain mobile apps, including, among others, apps that enable patients or providers to interact with PHRs or EHR systems. The FDA offered other examples of mobile apps for which it does not intend to enforce FDA requirements, including health and wellness apps, apps that supplement clinical care by coaching or prompting to help patients manage their health, and apps that help users organize and track their health information. As is pointed out elsewhere, however, the subset of mobile apps on which FDA intends to focus its regulatory oversight is a small subset of the overall health app market.


\(\text{\textsuperscript{39}}\) Even if the medical devices are not covered entities/business associates, HIPAA’s rules apply to patient information stored within these devices because the devices are being used by a doctor or hospital staff.

\(\text{\textsuperscript{40}}\) This assumes the mobile application or device used by the patient is not offered by or on behalf of a covered entity. Even if the mobile application allowed the individual to send information to his/her provider, the mobile application would not be subject to HIPAA, although the information would become subject to HIPAA once the provider, a HIPAA-covered entity, received it. For further discussion of this issue, see Adam Greene, When HIPAA Applies to Mobile Applications (June 16, 2011), available at: http://mobihealthnews.com/11261/when-hipaa-applies-to-mobile-applications/ (noting that if a health plan provides enrollees with an application that allows them to track their weight on their smartphones, the application is not subject to HIPAA because it is used by an NCE). This Report’s analysis shows that if the application stores data on the health plan’s server, however, the information on the health plan’s server would be subject to HIPAA.
particular the FTC Act. Given this environment, it would not be surprising if individuals are confused, and do not understand, that HIPAA may not protect the privacy and security of their health information collected by equipment or an app if that collection of information is not offered by the individual’s provider or on its behalf. As illustrated in their communications with HHS, some mHealth developers themselves may not be aware of the regulatory requirements that attach to their work and have requested additional guidance.

A second way in which health information is collected is through health social media. Social networking and patient peer-networking websites related to health are increasingly prevalent. Social media are interconnected, multi-directional means of communication. Social media allows sharing of information, preferences, and views among individuals and groups, and allows self-disclosure of health information. These websites are frequently used by patients to discuss treatment options and to provide support networks. Some websites are specific to individuals with chronic conditions or shared health concerns (e.g., genetic information). To help manage their conditions and sort through medical information, individuals are increasingly turning to online health communities as a potential source of health information.

Similar to the way mobile mHealth technologies collect health data, some websites and social media sites allow individuals to enter their health information to monitor blood sugar, eating habits, or sleeping patterns. Other health data websites may provide information or send out e-mails with information about medications or specific conditions such as allergies, asthma, arthritis, or diabetes. Twenty-seven percent of internet users and 20 percent of adults have tracked their weight, diet, exercise routine, symptoms, or another health indicator online.

---

41 For example, if a mobile application shares individual information in violation of the application developer’s stated privacy policy or fails to have reasonable data security practices, this might constitute a deceptive or unfair trade practice subject to the FTC’s consumer protection enforcement authority. In addition, the FTC has brought enforcement actions against companies that make false or deceptive claims regarding what their health apps can do. For example, the FTC recently settled with two marketers for deceptively claiming their mobile apps could detect symptoms of melanoma. FTC v. New Consumer Solutions LLC, et al, No.15-cv-01614 (N.D. Ill. April 30, 2015) (stipulated final judgment and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/132-3210/new-consumer-solutions-llc-mole-detector. See also Health Discovery Corporation, No. C-4516 (F.T.C. March 30, 2015) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/132-3211/health-discovery-corporation-melapp-matter; Dermapps, No. C-4337 (F.T.C. Oct. 13, 2011) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/102-3205/brown-koby-individually-dba-dermapps-et-al-matter; and Andrew N. Finkel, No. C-4338 (F.T.C. Oct. 13, 2011) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/102-3206/finkel-andrew-n-individually (pair of cases alleging that app developers violated Sections 5 and 12 of the FTC Act by claiming, without substantiation, that their apps provided an effective treatment for acne). Press release: http://ftc.gov/opa/2011/09/acnecure.shtm.

42 HHS Response Letter, supra note 23.


45 Id. at p. 3. (stating that the online conversation about health is being driven by 1) the availability of social tools and 2) the motivation, especially among people living with chronic conditions, to connect with each other. These factors may indicate that online health care conversations are likely to continue or grow).
While benefits could be realized through the use of these various forms of social media, individuals are often unaware about possible future uses of the health information they share and the potential consequences of sharing the information. One recent study examining social networking sites that target people living with diabetes found that less than half of the sites offered safeguards for protecting the individuals’ personal health information. The study also identified conflicts of interest, such as ties to the pharmaceutical industry, which were not disclosed to individuals using these sites.\(^{46}\) On the other hand, analysis of information shared on social media may be beneficial for public health. For instance, Twitter content has been successfully analyzed to evaluate public health trends.\(^{47}\)

Although some websites that allow individuals to enter health information are hosted or sponsored by HIPAA covered entities, such as health plans or provider networks, many of the websites operate independently, or through a direct relationship to the individual, not through any covered entities or business associates.\(^{49}\)

### IV. FEDERAL LEGAL LANDSCAPE OF HEALTH INFORMATION PRIVACY AND SECURITY

In Section III, we discussed how data was collected. In this section, we discuss how health information is regulated once it is collected by a HIPAA covered entity or an NCE.

The United States has a number of sector-specific laws regulating individual or consumer information security and privacy.\(^{50}\) For example, in the health sector, the current federal laws


\(^{50}\) HITECH § 13424, which commissions this report, requests a report “on privacy and security requirements for entities that are not covered entities or business associates...”13424(b)(1). There are numerous additional federal laws that might be interpreted to regulate individually identifiable information about health in certain circumstances. Among the more well-known are: the Gramm-Leach-Bliley Financial Services Modernization Act (GLBA), Title V of the Financial Services Modernization Act of 1999, Pub. L. No. 106-102, 113 Stat. 1338 (Nov. 12, 1999) (codified at 15 U.S.C. §§ 6801, 6809, 6821, and 6827); 16 C.F.R. Part 313 (implementing privacy rules pursuant to GLBA and regulates information about individuals that may derive from financial transactions related to health, such as a health savings account); Family Educational Rights and Privacy Act (FERPA), 20 U.S.C. § 1232g, 34 C.F.R. Part 99 (may apply to student health centers); the Children’s Online Privacy Protection Act of 1998 (“COPPA”), 515 U.S.C. §§ 6501 -6506 and 16 C.F.R. Part 312, (COPPA Rule); or the Privacy Act, 5 U.S.C. § 552a (applies to data held by the United States). However, given this Report’s focus on health information as defined, we focus solely on HIPAA, section 5 of the FTC Act, and the FTC’s Health Breach Notification Rule.
protect an individual’s health information based upon the type of entity holding the information rather than solely upon characteristics of the information itself. Existing sector-specific federal privacy and security protections for health information are established primarily in HIPAA as amended by HITECH and the HIPAA Privacy, Security, and Breach Notification Rules. Collectively, these rules apply to health plans, most health care providers, health care clearinghouses, and other entities that work with protected health information (PHI) on behalf of covered entities (i.e., business associates). The FTC Health Breach Notification Rule also protects some health information collected, shared, and used in the health sector. While the HIPAA Breach Notification Rule applies to HIPAA covered entities and business associates, the HITECH Act also directed the FTC to implement a temporary rule – the Health Breach Notification Rule – that certain non-HIPAA businesses must follow if there is a security breach. The Rule applies to PHRs (vendors of personal health records), entities that interact with PHRs (“PHR-related entities”), and their service providers. Per HITECH, this rule sunsets if Congress enacts new legislation to require breach notification by entities that are not covered entities or business associates, and that has not occurred.

In addition to these sector-specific laws protecting health information, the FTC has broad authority to enforce the FTC Act against for-profit entities engaging in unfair and deceptive acts or practices in or affecting commerce. This is a standard that the FTC has applied to a wide variety of entities, including those collecting, storing, and disposing of PHI on behalf of an entity covered by HIPAA.

To provide a sufficient summary of the gaps in oversight, these various regulatory schemes will be discussed in greater detail below, including: (1) the types of entities to which HIPAA applies and does not apply; (2) the basic structure of the HIPAA Privacy, Security, and Breach Notification Rules; (3) Section 5 of the FTC Act and how the Act’s protection against unfair and deceptive practices applies to both HIPAA and non-HIPAA covered entities, in contrast to HIPAA’s privacy and security protections; and (4) the interim breach notification rules the FTC has promulgated relating to breaches suffered by entities within the FTC’s purview.

---

52 See 45 C.F.R. 164.514(b)(2)(i), which identifies the 18 data points that have to be removed to render data not PHI under the HIPAA de-identification safe harbor method. For example, both direct identifiers (name, birthdate, SSN) and indirect identifiers, such as zip code, must be removed to render data “de-identified” under the HIPAA standard and thus not PHI subject to HIPAA’s Privacy Rule.
54 HITECH Act, § 13407(g)(1).
56 HITECH Act, § 13407(g)(1). The rule is temporary by virtue of a sunset provision that is included in the law at (g)(2).
57 16 C.F.R. Part 318.
HIPAA’s Scope

Under HIPAA and HITECH, OCR enforces: the HIPAA Privacy Rule, which protects the privacy of protected health information (PHI) in the hands of HIPAA covered entities and their business associates, discussed in more detail below; the HIPAA Security Rule, which sets national standards for the security of electronic protected health information (ePHI); and the HIPAA Breach Notification Rule, which requires covered entities to provide notification following a breach of unsecured protected health information (all together, “the HIPAA Rules”). Congress also granted State Attorneys General the authority to enforce the HIPAA Rules and called on the U.S. Department of Justice to enforce violations of the criminal provisions of HIPAA. The Rules serve as the foundation for federal protection of the privacy and security of PHI and apply in conjunction with state laws that impose more stringent privacy and security protections. The HIPAA Rules currently apply to a broad range of organizations, but they do not cover all organizations that handle an individual’s health information. In fact, as discussed below, a growing number of organizations that maintain, transmit, or receive health information about individuals fall outside the scope of HIPAA.

Where health information is protected: covered entities and their business associates

The HIPAA Rules apply only to organizations known as covered entities and their business associates. HIPAA does not apply to individuals or to other types of organizations that do not qualify as covered entities or business associates, even those that may handle or store an individual’s health information. There are three types of covered entities:

- Health plans include health, dental, vision, health maintenance organizations (HMOs), Medicare, Medicaid, and long-term care insurers (excluding nursing home fixed-

---


61 Many state laws provide individuals with greater control than HIPAA provides, especially but not only with respect to sensitive health information such as AIDS/HIV status, genetic information, and mental health status. Similarly, 42 CFR Part 2 provides for a higher degree of patient control for drug and alcohol treatment records from federally funded programs. See supra note 14.

62 45 C.F.R. § 160.103 (providing definitions of key terms).
indemnity policies). Health plans also include employer-sponsored group health plans, government and church-sponsored health plans, and multi-employer health plans;

- Health care clearinghouses are entities that process nonstandard information they receive from another entity (usually a health plan or health care provider) into standard data elements or a standard transaction, or vice versa;\(^63\) and

- Health care providers who electronically conduct certain transactions, such as claims submissions and prior authorizations.

In general, a business associate is a person or organization that uses PHI to perform covered functions or activities on behalf of a covered entity. These include certain claims processing, data analysis, utilization review, and billing functions and services.\(^64\) Such services can be legal, actuarial, accounting, consulting, data aggregation, management, administrative, accreditation, or financial functions or activities. If a covered entity hires an organization to offer a PHR in the covered entity’s name and to host the health information collected in that PHR for the covered entity, that PHR vendor is acting as the covered entity’s business associate.\(^65\) Under HITECH, business associates must comply with the Security Rule as well as certain other provisions of the HIPAA Rules.\(^66\)

**HIPAA Privacy Rule Basics**

The HIPAA Privacy Rule provides federal protections for individually identifiable health information held by covered entities and their business associates and gives patients an array of rights with respect to that information. The Privacy Rule protects individually identifiable health information held or transmitted by a covered entity or its business associate, in any form or media, whether electronic, paper, or oral. This information is PHI.\(^67\) Individuals have the right to obtain a copy of their PHI held by a covered entity or business associate; to know the identity of those who received the records; to request corrections to the information; to direct that an electronic copy of the record be sent to a designated third party, including a PHR vendor;\(^68\) to request limits on who may see the information; and to submit complaints to the covered entity and OCR.

---

\(^{63}\) 45 C.F.R. § 160.103 (For purposes of HIPAA Administrative Simplification regulations, “transaction” means the transmission of information between two parties to carry out financial or administrative activities related to health care. It includes the following types of information transmissions: (1) health care claims or equivalent encounter information, (2) health care payment and remittance advice, (3) coordination of benefits, (4) health care claim status, (5) enrollment and disenrollment in a health plan, (6) eligibility for a health plan, (7) health plan premium payments, (8) referral certification or authorization, (9) first report of injury, (10) health claims attachments, (11) other transactions that the Secretary may prescribe by regulation). See also supra note 6.

\(^{64}\) Id.

\(^{65}\) HITECH Act, § 13404. See also 45 C.F.R. § 160.103.

\(^{66}\) Id.

\(^{67}\) 45 C.F.R. § 160.103.

\(^{68}\) 45 C.F.R. §§ 164.524, 164.528, 164.526, 164.522, 164.530, and 160.306.
Generally, subject to the applicable requirements, a covered entity is permitted to use and disclose PHI without needing to obtain the individual’s formal authorization for a number of purposes or situations, including the following (which is not an exhaustive list):

(1) for treatment, payment, and health care operations of the disclosing or receiving entity;
(2) directly to family, friends and others involved in the individual’s care unless the individual objects;
(3) for certain specified activities beneficial to the public, such as public health activities;
(4) where expressly required by law; and
(5) as a Limited Data Set for the purposes of research, public health, or health care operations. 69

Covered entities may rely on professional ethics and best judgments in deciding whether to use or disclose PHI as permitted by HIPAA. A covered entity must obtain written authorizations from individuals to use or disclose their information for purposes not expressly permitted by HIPAA. 70 Where the recipient of the disclosed information is another covered entity or business associate, the HIPAA Rules’ protections continue to apply. This is true whether the PHI is clinical data from a physician’s EHR or PHI from claims data.71

**The HIPAA Privacy Rule does not extend to NCEs**

The HIPAA Privacy Rule does not protect all health information wherever it is found. Because the rules apply only to covered entities and their business associates, the protections do not extend to data about the health of individuals held by NCEs. HIPAA also does not apply to health information about an individual that has been de-identified; however, entities covered by HIPAA must de-identify data in accordance with the HIPAA Privacy Rule. 72 NCEs are not subject to any de-identification standards. Thus, there is currently little understanding of how NCEs’ sharing of so-called de-identified or anonymous information impacts individuals’ privacy, and whether the data an NCE anonymizes may be less de-identified than would be the case under HIPAA. 73

Since 2003, when OCR’s enforcement of the HIPAA Privacy Rule began, OCR's enforcement activities have generated significant results that have improved the privacy practices of covered entities and the protection of health information for all individuals they serve. OCR has investigated and resolved over 23,873 cases by requiring changes in privacy practices and corrective actions by, or providing technical assistance to, HIPAA covered entities and their business associates. Regional investigators open compliance reviews of the entities involved in

---

69 45 C.F.R. § 164.514(e).
71 HIPAA regulates ePHI without distinguishing between clinical information such as that held in a provider’s EHR, and claims information, such as that which flows between a provider and a payer. Therefore, where HIPAA applies, clinical and claims data are treated the same. Similarly, where there are legal gaps, those gaps may exist for both clinical or claims data.
72 45 C.F.R. §§ 164.502(d); 164.514(b).
all reported breaches affecting 500 or more individuals. OCR publishes the results of breach investigations, including the negotiation of settlement agreements and imposition of civil money penalties, in part to educate and incent other covered entities and business associates to do better.\footnote{U.S. Department of Health and Human Services, Office for Civil Rights, \textit{HIPAA for Professionals, Enforcement, Case Examples}, available \url{http://www.hhs.gov/hipaa/for-professionals/compliance-enforcement/examples/all-cases/index.html}}

The HHS Breach Notification Rule, following the occurrence of a breach of unsecured PHI, requires covered entities to promptly notify affected individuals of the breach and to notify the HHS Secretary within specific timeframes. When a breach affects more than 500 individuals, the media must also be notified. In the case of a breach of unsecured protected health information at or by a business associate of a covered entity, the business associate must notify the covered entity of the breach.

\section*{HIPAA Security Rule Basics}

The HIPAA Security Rule requires that covered entities and their business associates perform a security risk assessment to identify and mitigate risks to the confidentiality, integrity, and availability of the electronic protected health information (ePHI) they create, receive, maintain, or transmit. Additionally, the Security Rule specifies a series of administrative, physical, and technical safeguards that covered entities and their business associates must implement to prevent unauthorized or inappropriate access, use, or disclosure of ePHI. Administrative safeguards include risk analysis and management, access management, workforce training, and evaluation of security measures. Physical safeguards are physical measures, policies, and procedures to safeguard the covered entity or business associate’s electronic information systems. They include facility access controls, workstation use, workstation security, and device and media controls. Technical safeguards include access controls, audit controls, integrity, person or entity authentication, and transmission security. A key concept in applying the Security Rule is that it is scalable and flexible to allow implementation of the standards as appropriate for the entity’s size, complexity, and capabilities, including its technical, hardware, and software infrastructure. For example, the Rule requires covered entities to implement procedures to verify the identity of a person or entity seeking access to electronic PHI. Thus, the Security Rule mandates an outcome: reasonably verified identity. But, it does not specify how to verify the identity of an electronic user, such as by using a card and a personal identification number or a biometric identifier. The Security Rule requires that appropriate safeguards be implemented, but – in light of evolving standards and developments in the security space – does not mandate particular technical solutions or specify the adoption of any particular standard on identity, such as the one established by the Department of Commerce’s National Institute of Standards and Technology (NIST).\footnote{National Institute of Standards and Technology, \textit{Electronic Authentication Guideline} (August 2013), available at: \url{http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST_SP.800-63-2.pdf}}
The FTC Act’s Scope

The FTC enforces several statutes and rules that impose obligations upon businesses to protect consumer data. Of particular import for this Report, the Commission enforces the proscription against unfair or deceptive acts or practices in Section 5 of the Federal Trade Commission Act. A company acts deceptively if it makes misleading material statements or omissions about a matter and such statements or omissions are likely to mislead reasonable consumers. A company engages in unfair acts or practices if its practices cause or are likely to cause substantial injury to consumers that is neither reasonably avoidable by consumers nor outweighed by countervailing benefits to consumers or to competition. The Commission has used its authority under Section 5 in cases where, for example, it has reason to believe that a business made false or misleading claims about its privacy or data security procedures or failed to employ reasonable security measures and, as a result, causes or is likely to cause substantial consumer injury.

Section 5 authority extends to both HIPAA and non-HIPAA covered entities

The FTC’s Section 5 authority extends to both HIPAA and non-HIPAA covered entities, though generally this authority does not reach nonprofit entities or companies engaged in the business of insurance to the extent that such business is regulated by state law. Moreover, the FTC Act is currently the primary federal statute applicable to the privacy and security practices of businesses that collect health information where those entities are not covered by HIPAA.

The FTC has brought numerous cases against businesses alleging privacy and security-related violations, including a number of cases to protect consumers from companies’ deceptive and unfair practices with regard to their health data. One recent example of a privacy-related violation involving health information is the Commission’s settlement with medical billing

---

80 HHS and the FTC have worked closely in areas of concurrent jurisdiction, as they have common interests in ensuring the privacy and security of health information for individuals, whether that health information is within or outside the scope of HIPAA. For example, FTC staff collaborated with OCR to bring a set of cases involving faulty data security practices that implicated both HIPAA and the FTC Act. See Rite Aid Corporation, No. C-4308 (F.T.C. Nov. 12, 2010) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/072-3121/rite-aid-corporation-matter; see also CVS Caremark Corporation, No. C-4259 (F.T.C. June 18, 2009) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/072-3119/cvs-caremark-corporation-matter. See also comments of Loretta Garrison and Adam Greene, PHR Roundtable Transcript, pp. 318 – 21, supra note 24.
81 15 U.S.C. §§ 44 & 45(a). The FTC's Section 5 jurisdiction also does not extend to banks, savings and loan institutions, Federal credit unions, or common carriers. Although the FTC Act does grant the FTC rule making authority to address unfair or deceptive acts or practices, the FTC must follow statutory procedures that go beyond standard “notice-and-comment” rulemaking under the Administrative Procedure Act. 15 U.S.C. § 57a(b) (2011). The FTC does have the authority to make certain rules protecting security and privacy, as directed by Congress, under several other statutes, such as the FCRA and GLBA.
company PaymentsMD and its former CEO, Michael C. Hughes. The complaint alleged that the company deceived thousands of consumers who signed up for an online billing portal by failing to adequately inform them that the company would seek highly detailed medical information about them from pharmacies, medical labs, and insurance companies. Specifically, the company allegedly used the sign-up process for the “Patient Portal” – where consumers could view their billing history – as a pathway to deceptively seek consumers’ consent to collect detailed medical information from other entities.

The FTC has also used its Section 5 authority to bring enforcement actions against companies that fail to have reasonable and appropriate data security practices regarding consumer data, including health data. For example, the Commission recently settled an enforcement action with GMR Transcription Services in which the Commission alleged that the medical and legal transcription company outsourced transcription services to a third party without adequately checking to make sure they could implement reasonable security measures. According to the Commission’s complaint, among other things, the service provider stored transcribed notes in clear text on an unsecured server. As a result, consumers found their doctors’ notes of their physical examinations freely available through Internet searches.

**Scope of FTC Breach Notification Rule**

The FTC Health Breach Notification Rule applies to certain types of entities that fall outside of the scope of HIPAA and therefore are not subject to the HIPAA Breach Notification Rule. In particular, the FTC Rule applies to vendors of PHRs (entities that offer or maintain personal health records), PHR-related entities (entities that interact with vendors), and third party service providers.

---


83 Id.

84 The FTC conducts its data security investigations to determine whether a company’s data security measures are reasonable and appropriate in light of the sensitivity and volume of consumer information it holds, the size and complexity of its data operations, and the cost of available tools to improve security and reduce vulnerabilities. GMR Transcription Services, Inc, No. C-4482 (F.T.C. Aug. 14, 2014) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/122-3095/gmr-transcription-services-inc-matter. See also Accretive Health, Inc, No. C-4432 (F.T.C. Feb. 5, 2014) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/122-3077/accretive-health-inc-matter (alleging that medical billing and revenue management services company put consumers’ personal information, including health information, at risk by, among other things, transporting laptops with sensitive data in a way that made them vulnerable to theft and giving access to personal information to employees who didn’t need it to do their jobs). See also Genelink, Inc., No. 4456 (F.T.C. May 8, 2014) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/112-3095/genelink-inc-matter; foru™ International Corporation formerly known as Genewize Life Sciences, Inc., No. 4457 (F.T.C. May 8, 2014) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/112-3120/forutm-international-corporation-matter (pair of cases against makers of genetically customized nutritional supplements who deceptively and unfairly claimed they had reasonable security measures to safeguard and maintain personal information, including genetic information); CBR Systems, Inc., No. 4400 (F.T.C. Apr. 29, 2013) (decision and order), available at https://www.ftc.gov/enforcement/cases-proceedings/112-3120/cbr-systems-inc-matter (settlement with cord blood bank over its inadequate security practices).

85 Congress directed the FTC to implement this temporary rule that specific non-HIPAA covered entities must follow if there is a security breach. See HITECH Act §13407 (2010). FTC enforcement began on February 22, 2010. See also 16 C.F.R. Part 318.
providers to these PHR vendors or PHR-related entities.\textsuperscript{87} The FTC Rule requires PHR vendors and PHR-related entities to notify individuals, the FTC, and in some cases the media when there is a breach of unsecured, electronic health information. Similar to the breach notification requirements of the HIPAA Breach Notification Rule, the FTC Rule requires service providers to notify their vendor or PHR-related entity client in case of a breach.\textsuperscript{88} Also similar to the requirements of the HIPAA Rule, the FTC Rule applies only to health information in PHRs that is not secured through technologies specified by OCR.\textsuperscript{89}

**Fair Information Practice Principles (FIPPS)**

In January, 2008, ONC published the *Nationwide Privacy and Security Framework for Electronic Exchange of Individually Identifiable Health Information* (referred to elsewhere in this report as the ONC P&S Framework) to establish a single, consistent approach to addressing the privacy and security challenges related to electronic health information exchange through a network for all persons, regardless of the legal framework that may apply to a particular organization.\textsuperscript{90} This framework document was informed by a number of key privacy and security principles including the Department of Health, Education and Welfare’s (HEW) (now the Department of Health and Human Services) Code of Fair Information Practices, also known as fair information practice principles (FIPPS). In 2008, ONC added additional concepts from expert sources to reflect the changing nature of data since 1973 from paper-based to digital. The FIPPS identify the following eight key principles (also referred to in ONC’s Interoperability Roadmap) for guiding information practices while advancing technology:

1. Individual access
2. Correction
3. Openness and transparency
4. Individual choice
5. Collection, use and disclosure limitation
6. Data quality and integrity

\textsuperscript{87} 16 C.F.R. § 318.1. Section 318(2)(d) defines a personal health record as an electronic record of “identifiable health information on an individual that can be drawn from multiple sources and that is managed, shared, and controlled by or primarily for the individual.” Section 318(2)(f) defines a PHR-related entity as an entity (not covered by HIPAA and not a business associate) that “(1) offers products or services through the website of a vendor of personal health records; (2) offers products or services through the websites of HIPAA-covered entities that offer individuals personal health records; or (3) accesses information in a personal health record or sends information to a personal health record.” Section 318(2)(h) defines a “[t]hird party service provider” as an entity that “provides services to a vendor of personal health records in connection with the offering or maintenance of a personal health record or to a PHR related entity in connection with a product or service offered by that entity; and (2) accesses, maintains, retains, modifies, records, stores, destroys, or otherwise holds, uses, or discloses unsecured PHR identifiable health information as a result of such services.”

\textsuperscript{88} 16 C.F.R. §318.3(b).


\textsuperscript{90} ONC P&S Framework, *supra* note 11.
7. Safeguards
8. Accountability

The HIPAA Privacy Rule builds on these principles through its individual rights and information protections. Some of the key HIPAA protections include:  \(^{91}\)

1. Requirement that individuals have a right to access and to some degree control the data (Principles 1, 2, and 4); \(^{92}\)
2. Requirement for covered entities to be transparent about the ways the data may be used and disclosed—for what purposes and to whom (Principle 3); \(^{93}\)
3. Requirement, in general, that information be used and disclosed only for purposes related to the purpose for which it was obtained, with exceptions for disclosures in the public good and disclosures specifically authorized by the individual (Principle 5); \(^{94}\)
4. Requirements on entities to be thoughtful stewards of the data by implementing policies, procedures, and other steps to safeguard the information from inappropriate use/disclosures (Principles 6, 7, and 8). \(^{95}\)

V. ANALYSIS

Our analysis illustrates five major areas in which HIPAA’s privacy and security oversight and protections are different than those of NCEs:

A. Difference in Individuals’ Access Rights
B. Differences in Re-Use of Data by Third Parties
C. Differences in Security Standards Applicable to Data Holders and Users
D. Differences in Understanding of Terminology About Privacy and Security Protections \(^{96}\)
E. Inadequate Collection, Use, and Disclosure Limitations

**Difference in Individuals’ Access Rights**

Perhaps the most important difference between HIPAA-covered entities and NCEs is that individuals enjoy a suite of rights with regard to the protected health information held by a covered entity or business associate. In most cases, the rights delineated under the FIPPS, including access to information, ability to demand an accounting of certain disclosures, and some control over how the information is used and shared, do not exist for information held by NCEs. The current practices of NCEs often lack transparency, despite the fact that the FIPPS require

---


\(^{92}\) 45 C.F.R. § 164.524.

\(^{93}\) 45 C.F.R. §§ 164.520, 164.528, and 164.404.

\(^{94}\) 45 C.F.R. §§ 164.502(b); 164.514(d).

\(^{95}\) 45 C.F.R. § 164.530.

\(^{96}\) For example, this Report documents confusion by individuals who may think their health data is similarly protected in all environments and by developers who do not understand what they must do for HIPAA compliant products versus those that are for non-covered entities.
it.\textsuperscript{97} NCEs are not obligated by a statute or regulation to provide individuals with access to data about themselves. Although an NCE may make representations to consumers about access, these are not required by law. Thus, an individual may share data about his or her health through mHealth technologies or health social media but may not have the ability to later obtain a copy of the underlying information or learn where the data was re-disclosed. Findings from ONC’s background study highlighted areas where organizations may be lacking “openness and transparency about policies, procedures, and technologies that directly affect individuals and/or their individually identifiable health information.”\textsuperscript{98} For key initiatives that leverage electronic health information, such as the President’s Precision Medicine Initiative, it is increasingly important that individuals be able to direct that health information about them be sent where they wish.\textsuperscript{99} OCR recently clarified how strong this right is for individuals under HIPAA,\textsuperscript{100} but, outside of HIPAA, there is no legal right to access one’s health data.

Specific circumstances where health information about individuals may be outside the scope of HIPAA’s access rights provisions may include:

- PHRs offered or sold to an individual directly rather than through a covered entity or business associate;
- mHealth technologies, sold directly to individuals, that collect, share, and use information about the individual, when this equipment is not sold through or sponsored by a covered entity or business associate;
- Health information registries that are not sponsored by covered entities or public health agencies (for example, some health information registries are sponsored by professional societies);
- Individual-directed and self-disclosed health information for research or analysis, like direct-to-consumer genome sequencing, collected by organizations not regulated by HIPAA;\textsuperscript{101}
- Health social media where individuals self-disclose health information; and
- Information collected, shared, or used by providers of health care and related services not subject to HIPAA, such as boutique clinics that require patients to self-pay and do not conduct electronic transactions under HIPAA.\textsuperscript{102}

\textsuperscript{97} Maximus Report, \textit{supra} note 25.
\textsuperscript{98} ONC P&S Framework, \textit{supra} note 11.
\textsuperscript{99} White House \textit{Precision Medicine Initiative: Privacy and Trust Principles} (Nov. 9, 2015), available at: https://www.whitehouse.gov/sites/default/files/microsites/finalpmiprivacyandtrustprinciples.pdf (highlighting the importance of an individual’s access to health information about him or her).
\textsuperscript{101} The Common Rule applies to any research conducted or supported by a federal agency that has codified the regulation, except if the research falls into one of the excepted categories; see \textit{supra} pp. 8 – 11.
Therefore, because these entities fall outside the scope of HIPAA, health information maintained or stored by them is not required to be protected the way that PHI is protected and does not implicate the same access rights.\textsuperscript{103}

**Differences in Re-Use of Data by Third Parties**

The HIPAA Rules circumscribe to whom and for what purpose a covered entity may disclose protected health information. However, once the information is released, the protections of the Rules may not apply. Specifically, if the recipient of health information is not a covered entity or a business associate, HIPAA does not apply to its activities. Consequently, HIPAA’s constrained/defined list of permissible disclosures helps limit the amount of sensitive health information in the hands of third parties who are not subject to any rules governing how the information is subsequently used and disclosed. One way this difference plays out is in the use of health information for marketing. The HIPAA Rules limit the use or disclosure of PHI for marketing.\textsuperscript{104} This protection, strengthened by HITECH, provides individuals with greater control over how their health information is used for marketing purposes. However, individuals who have provided data to NCEs likely will not enjoy the same protection against unwanted marketing unless the data collector has promised in its terms of use not to use data for marketing and does not change its terms of use.

A similar result could also occur if the individual exercises her right of access under HIPAA, but then provides the data to an NCE. As noted previously, the HIPAA protections will not necessarily follow the data, as they apply only to HIPAA covered entities and business associates. The recipient could be a retail PHR, a research organization, a neighborhood social services organization that is not a HIPAA covered entity, or a health social media site.

As discussed above, these recipients might be covered by the FTC and subject to its Section 5 enforcement authority. To the extent these entities engage in unfair or deceptive acts or practices, which include the failure to live up to privacy promises they make to consumers and the failure to implement reasonable data security protections, they would run afoul of this authority. In the context of the Commission’s FTC Act enforcement authority, the Commission could not, however, prohibit the downstream use of information by marketers or mandate consumer access to their information in the absence of a specific showing of deception or unfairness.\textsuperscript{105}

\textsuperscript{103} Consistent with the scope of the Report overall, this section does not analyze the impact of other federal laws on the privacy or security of health data about individuals; that is, there is no analysis regarding the GLBA, FERPA, FCRA or COPPA, \textit{supra} note 50.

\textsuperscript{104} 45 C.F.R. §§ 164.501; 164.508.

Differences in Security Standards Applicable to Data Holders and Users

ONC’s analysis and findings indicate that NCEs may not be ensuring health information is “protected with reasonable administrative, technical, and physical safeguards to ensure its confidentiality, integrity, and availability and to prevent unauthorized or inappropriate access, use, or disclosure, as is required of covered entities and business associates by the HIPAA Rules.” To the extent these NCEs fail to reasonably secure consumer personal information, they might run afoul of the FTC Act’s prohibition on unfair or deceptive acts or practices.

In particular, the study found the following:

Lack of encryption

Encryption has long been regarded as a best practice for maintaining the confidentiality of health information transmitted across networks. Encryption provides for information security by using an algorithm so that unauthorized persons are unable to understand the data without a de-encryption key or other confidential process. Encryption is commonly used to protect both data in motion and data at rest. Effective encryption practices may reduce the likelihood that an entity will experience a breach under the FTC breach notification rule.

Encryption practices by NCE vendors may not be uniform, and data about those practices may not be available. For example, according to one study, some PHRs may not encrypt all data. Some PHRs do not indicate in their policies whether data would be encrypted or truthfully describe their security practices. Moreover, a recent study found that only six percent of free health apps and 15 percent of paid health apps always used encrypted SSL connections when sending data to third parties.

Other security safeguards may not adequately safeguard health information

Identity verification or proofing and authentication establish and validate a person’s identity prior to allowing access to health information, including verification that a person or entity seeking access to electronic health information is the one claimed. For patients, this identity proofing is often performed with a combination of username and password (single factor

106 ONC P&S Framework, p. 9, supra note 11.
107 See supra at p. 17 – 18, discussing the FTC Act’s scope.
108 HIPAA requires encryption at rest and in transit unless the covered entity or business associate can document why encryption is not reasonable and appropriate and implement an equivalent measure instead to meet the access control and transmission security standards. 45 C.F.R. § 164.312.
109 45 C.F.R. § 164.304.
110 For example, the FTC recently settled an action against Henry Schein Practice Solutions, Inc., a provider of office management software for dental practices, for misrepresenting that its software provided industry-standard encryption of sensitive patient information. Henry Schein Practice Solutions, Inc., No. 1423161 (F.T.C. Jan. 5, 2016) (complaint and proposed consent order), available at https://www.ftc.gov/enforcement/cases-proceedings/142-3161/henry-schein-practice-solutions-inc-matter.
111 Maximus Report, supra note 25.
authentication). Additional basic security features include password complexity requirements. Enhanced authentication processes require additional factors to confirm that the person seeking access to the health information in the app is the individual and not an unauthorized party.

A recent ONC data brief reported that 49 percent of non-federal acute care hospitals, which are HIPAA regulated, had the capability to support two-factor authentication to their HIPAA-regulated electronic health records. NCEs such as PHRs or mHealth technologies have no regulatory minimum to meet, so their practices may not align with the safeguards in HIPAA, and they may not meet the FTC’s Section 5 requirements for reasonable data security.

**Security risk assessment and audit capabilities may be misunderstood**

NCEs operated by vendors who are not HIPAA covered entities may lack consistent and appropriately defined risk assessment and audit capacities. If NCE vendors are not engaging in the risk assessments or audits specified by the Security Rule, those systems will not be appropriately safeguarded. For example, only a few PHR websites referenced whether the PHR implemented activities to perform risk assessments or review security policies. Only five PHR vendors surveyed referenced audits, access logs, or other methods to detect unauthorized access to health information in PHRs. Even if those PHR vendors who did not describe risk assessment and audit capabilities actively employed a relevant policy, the individual’s inability to understand these processes may still mean that individuals do not have complete information about the data use practices of the vendor.

**Differences in Understanding of Terminology About Privacy and Security Protections**

Specific data that would be protected as PHI by a covered entity or business associate may also be protected by regulations in other sectors. For example, HIPAA protects an individual’s Social Security number when it appears in a medical or billing record maintained by a covered entity or business associate. Capture of that number on a financial statement issued by a financial services company might be regulated by other state or federal laws. The differential status of particular data may lead to confusion regarding what information is protected and by what means. HHS stakeholder outreach suggests that developers and entrepreneurs may not know which laws they

---


115 For example, in its settlement with Twitter, the FTC alleged that the company failed to provide reasonable security by, among other things, failing to establish or enforce policies sufficient to make administrative passwords hard to guess, including policies that prohibit the use of common dictionary words as administrative passwords and require that such passwords be unique. *Twitter, Inc.*, No. C-4316 (F.T.C. March 2, 2011) (decision and order), available at: [https://www.ftc.gov/enforcement/cases-proceedings/092-3093/twitter-inc-corporation](https://www.ftc.gov/enforcement/cases-proceedings/092-3093/twitter-inc-corporation).


117 *Id.*

118 GLBA; 16 C.F.R. Part 313 (implementing privacy rules pursuant to GLBA).
must look to as they build mHealth technologies or health social media sites. Determining where the HIPAA Rules apply and where they do not can be complicated by the use of many terms that may have both a general lay meaning and a specific legal meaning. Individuals and businesses alike may not understand these distinctions and their legal ramifications.

**Lack of appropriate and understandable privacy policies and notices**

The rapidly increasing mobile technology environment enables the sharing of information with many different parties in a variety of ways. However, for NCEs, there are no federal requirements for policies, or related notices, to inform individuals about practices that may impact the privacy and security of their health information. In the absence of a nationwide standard, some states have enacted state-specific legislation, but others have not, leading to a patchwork approach.

Similarly, when a consumer purchases mHealth technology and reads its privacy notice, the consumer may or may not understand whether federal health information privacy and security protections attach to the technology that is collecting data about the consumer’s health. If not, the consumer may make choices that put the data at risk for misuse and re-disclosure.

A 2014 study published in the Journal of the American Informatics Association found that of the 600 most commonly used mHealth apps studied, only 183 (30.5 percent) had privacy policies, and that the average reading level necessary to understand the privacy policy was that of a college senior. Worse, two-thirds (66.1 percent) of privacy policies did not specifically address the app itself. The policies of mHealth developers using the Apple or Google smartphone platforms may be inconsistent, not articulated to individuals, or simply ignored by web developers skirting the rules that operating system developers attempt to impose upon them. As a result, individuals are ill-informed about health information usage practices in this evolving and highly innovative medium, even as these new technologies continue to be adopted by consumers and providers.

---

119 See HHS Response letter *supra*, note 23.
121 There also is confusion between a HIPAA required “notice of privacy practices” and the privacy notice included in websites. The former specifically discusses health information that is regulated by HIPAA, whereas the latter discusses how the website host will collect and use information about the individual’s web browsing habits. See, e.g., *California Online Privacy Protection Act of 2003*, available at: http://leginfo.legislature.ca.gov/faces/codes_displayText.xhtml?lawCode=BPC&division=8.&title=&part=&chapter =22&page=article.
Privacy policies may be difficult to locate and read

Some NCEs may limit the openness and transparency of their privacy policies by placing these policies in obscure locations or otherwise preventing them from being readily visible. For example, some websites examined required individuals to click through multiple links to find privacy policies or go out of their way when completing a transaction to locate the privacy policy.\textsuperscript{124} Other sites scattered privacy information among multiple documents that were not labeled as privacy policies, for example placing this information in Terms and Conditions pages or in Frequently Asked Questions (FAQs) pages. Some privacy policies could be found only after scrolling through advertisements.\textsuperscript{125} These practices limit an individual’s ability to locate an entity’s privacy policy and may suggest a lack of openness and transparency. In turn, consumers may not properly understand what individually identifiable information is collected, how it may be used by the vendor, and to what extent the users are able to control the use of that data.

Additionally, mHealth technologies’ privacy policies, terms of service and other notices are frequently difficult to read.\textsuperscript{126} In particular, presenting a comprehensive privacy policy and other critical information over a device with relatively small screens is challenging. In 2013, FTC staff issued a report examining these challenges and recommending ways that key players in the mobile marketplace can better inform consumers about their data practices.\textsuperscript{127}

The content of privacy notices and policies may be misunderstood or lacking

Privacy Notices

Where NCEs do have privacy policies, the study found that individuals may not fully understand the content provided in the policies, the full scope of data use and sharing described by the policy, or specific jargon used within privacy policies. For example, some policies employ language that is incomprehensible to the average reader, overwhelm the reader with detail, and

\textsuperscript{124} See FTC Report, \textit{Protecting Consumer Privacy in an Era of Rapid Change}, supra note 105. In addition, some websites link to privacy policies that were in small type or located at the bottom of the vendor’s websites where an individual may have difficulty locating the policy.

\textsuperscript{125} Maximus Report, supra note 25.


\textsuperscript{127} FTC Staff Report: \textit{Mobile Privacy Disclosures}, supra note 105. The report describes themes from the FTC’s related workshop, including lack of consumer awareness and understanding about mobile collection and use practices, the importance of design to address limitations of notice on small screens, and the key role of platforms. It also suggests some best practices for the various players in the ecosystem.
include exceptions within exceptions. Some are not even available in the user’s preferred language and literacy level. Privacy policies may also note that information is shared with affiliates. Individuals may not realize that an organization could have hundreds of affiliates or that third parties combine consumer data with other consumer data obtained from other sources. Individuals may believe that if a website offers a privacy policy then that means that the individuals’ data is protected by the website. Individuals may not appreciate that privacy policies actually define what data use policies the vendor engages in and provide the consumer the opportunity to acknowledge and agree to those data use practices.

In short, vendors’ privacy policies may not qualify as open and transparent when individuals may not be able to properly interpret and assess privacy and security practices of non-HIPAA covered PHRs and other online vendors by reading them.

Consistent Definitions of Key Terms

The terms “health information,” “individually identifiable health information,” “protected health information,” and “personally identifiable information” have specific regulatory meanings. Personal health information and sensitive health information are not so defined but are often used in discussion of health information privacy and their inferential meanings often overlap. Yet, an individual or a product developer may not know these specific meanings or think only of either content or who holds the data, but not both, when thinking about data protections.

Further, privacy policies may also use specific terminology without properly defining those terms within the context of information use practices. One particular practice – a PHR’s assurance that its privacy policy is “HIPAA-compliant” – suggests some official designation from regulators, which is not the case, and may also create confusion among consumers. Some PHRs state that their privacy policies are “HIPAA-compliant” or their policies “adhere to” or “follow” HIPAA standards, or “use HIPAA as a guideline.” These general statements may fail
to explain to consumers that the PHR is not legally required to follow HIPAA and also may not indicate to what degree the PHR’s privacy policy actually follows the mandates of HIPAA.\textsuperscript{132}

Furthermore, HIPAA defines “health information” in reference to both who creates or receives it and what the information collected consists of. For example, under HIPAA, health information is “any information, whether oral or recorded in any form or medium, that: (1) is created or received by a health care provider, health plan, public health authority, employer, life insurer, school or university, or health care clearinghouse, and relates to (a) the past, present, or future physical or mental health or condition of an individual; (b) the provision of health care to an individual; or (c) the past, present, or future payment for the provision of health care to an individual.”\textsuperscript{133} In contrast, the term “health information” also has a common, or layperson’s, meaning, which is how we are most commonly using it in this Report.\textsuperscript{134}

\textit{Privacy policies for websites and mHealth technologies change without notice and may be focused on internet web tracking, not use of data supplied by individuals}

A final issue regarding privacy policies identified in the study is that where entities do have privacy policies, they may modify those policies without notice. The study found that NCEs may adopt practices when updating their privacy policies that individuals may not understand and that may change the individual’s legal rights and obligations. Many of the non-HIPAA covered entities examined as part of the study simply informed individuals that the vendor will post material changes to the entity’s privacy policy on its website and that the consumers’ continued use of the website indicates the individuals’ acceptance of the changes to the policy’s terms.\textsuperscript{135} Several PHRs simply informed individuals that changes to the PHR’s privacy policy would be effective immediately, even if not yet posted to the PHR website.\textsuperscript{136}

\textsuperscript{132} These types of activities may violate the FTC’s prohibition on unfair or deceptive acts or practices. For example, in the FTC’s recent settlement with Henry Schein Practice Solutions, Inc., see supra note 110, the FTC’s complaint alleged, among other things, that the software provider misrepresented that its software provided industry-standard encryption as required by HIPAA. \textit{Henry Schein Practice Solutions, Inc.}, No. 1423161 (F.T.C. Jan. 5, 2016) (complaint and proposed consent order), available at: https://www.ftc.gov/enforcement/cases-proceedings/142-3161/henry-schein-practice-solutions-inc-matter. Further, other PHR privacy policies surveyed do not discuss HIPAA at all. In the absence of an assurance that HIPAA does not cover the vendor’s PHR, a consumer may conclude that the PHR provides the same privacy and security protections to health information that HIPAA-covered PHRs are required to provide. Maximus Report, supra note 25.


\textsuperscript{134} \textit{Supra} note 6.

\textsuperscript{135} Maximus Report, \textit{supra} note 25.

\textsuperscript{136} Testimony of Matthew Wynia, NCHVS Subcommittee on Privacy, Confidentiality, and Security, Hearing on Personal Health Records (May 8, 2009), available at: http://www.ncvhs.hhs.gov/wp-content/uploads/2014/05/090521p6.pdf. The FTC has previously alleged that a company’s retroactive application of a materially changed privacy policy to information it had previously collected from consumers was an unfair practice under Section 5. \textit{Gateway Learning Corp.}, No. C-4120 (F.T.C. Sept. 10, 2004) (decision and order), available at: https://www.ftc.gov/enforcement/cases-proceedings/042-3047/gateway-learning-corp-matter (settling allegations against marketer of learning products that revised its privacy policy to permit third party sharing of consumers’ personal information and then, without further alerting consumers, applied this policy to personal information it had previously collected from consumers when its privacy policy stated it would not share this information). \textit{See also} Maximus Report, \textit{supra} note 25. If an individual is notified of a changed PHR privacy policy, but finds the new terms unacceptable and has no ability to opt out of the changed policy, then the consumer may be frustrated at her lack of control over the site’s data usage policies after having selected and managed her PHR at that site.
Inadequate Collection, Use, and Disclosure Limitations

One key element of FIPPS is the principle of collecting only the information that is needed (limitation), then collecting it and subsequently using or sharing it for a specific context (use). While FIPPS, as principles, are available to inform any data collection processes and businesses, study findings suggest that NCEs may not adopt the FIPP of collecting only the information necessary. In other words, NCES may not ensure health information is “collected, used and/or disclosed only to the extent necessary to accomplish a specified purpose, and never to discriminate inappropriately.” Individuals may be able to control what they initially share with the NCE, for example by choosing to give health information to the NCE, or not. Individuals may not realize, however, that once they do give data to the NCE there is a possibility that they could lose control over the information or that once information is divulged, the information may leave the hands of the NCE or the NCE may further share the information, perhaps for a fee. Among the studies, the following areas of concern were identified:

Advertising practices and third-party personal data collection may lack limitations on information sharing or use of information for marketing

According to the background study, NCEs have been found to engage in a variety of practices such as online advertising and marketing, commercial uses or sale of individual information, and behavioral tracking practices, all of which indicate information use that is likely broader than what individuals would anticipate. NCEs have addressed this in different ways. For example, some PHR vendors inform individuals that advertising may be present on the PHR site and that use of the site indicates consent to the advertising. Others may offer a free version of their product with advertising and a paid version without advertising, while some sites allow the consumer to opt out of advertisements on the PHR.

Although many NCEs explain their policies on tracking devices such as cookies and web beacons, or inform individuals that the website will not allow advertisers or entities providing services through their websites to collect individual information, some NCEs do not explain what preventing the collection of identifying information means and how that is accomplished. In addition, individuals may have difficulty distinguishing off-site linkages from NCE websites because a website may not clearly signal to an individual when the individual has left the NCE’s website and entered the website of an advertiser offering services or products that may seek to collect individual data. The variety of advertising, data collection, and behavioral tracking

---

137 Contextual collection is described in detail in the IOT report, p. 39-46, supra note 10.
138 ONC P&S Framework, supra note 11.
139 Online behavioral advertising is the practice of collecting information about individuals’ online interests in order to deliver targeted advertising to them. See FTC Staff Report, Self-Regulatory Principles for Online Behavioral Advertising, at 2 (Feb. 2009), available at: https://www.ftc.gov/sites/default/files/documents/reports/federal-trade-commission-staff-report-self-regulatory-principles-online-behavioral-advertising/p085400behavadreport.pdf (stating that such advertising and marketing “involves the tracking of consumers’ online activities in order to deliver tailored advertising”).
140 Some tracking companies use unique phone identification numbers to create profiles of cellphone users for marketing purposes. Wall Street Journal Staff, WSJ Blog, Unique Phone ID Numbers Explained (December 19, 2010), available at: http://blogs.wsj.com/digits/2010/12/19/unique-phone-id-numbers-explained/.
141 Links may also be to third-party service providers that may be interested in collecting health information.
practices that PHR vendors and other NCEs engage in may lead individuals to unknowingly supply data to other entities. In the U.S. economy, health care spending is approximately 17 percent of GDP. Globally, mHealth has been projected to be a $60 billion worldwide financial opportunity. Thus the significant gap between restrictions on the use of health information for marketing by entities that are and are not covered by HIPAA has significant ramifications.

VI. SUMMARY & CONCLUSIONS

To ensure privacy, security, and access by consumers to health data, and to create a predictable business environment for health data collectors, developers, and entrepreneurs to foster innovation, the gaps in oversight identified in this Report should be filled. Some policymakers have noticed the gaps in oversight of NCEs and have worked in collaboration with industry to fill these gaps and identify best practices while keeping pace with the rapid development of technology. For example, the efforts-to-date of the FTC include:

(1) Enforcement against entities engaging in privacy and security-related violations under the FTC Act.
(2) Policy and informational initiatives, such as the FTC’s IOT Report, the FTC’s report on Mobile Privacy Disclosures, and the FTC’s 2014 seminar on Consumer Generated and Controlled Health Data.
(3) Consumer education and business outreach.

Similarly, the Department of Health and Human Services has worked to improve patient access to PHI, to educate users on risks to the confidentiality, integrity, and availability of ePHI, to empower patients to move their data when and where they need it, and to develop substantial educational materials and provide robust technical assistance to help entities covered by

---

142 Maximus Report, supra note 25.
HIPAA comply with the rules. HHS has also committed to providing more guidance for developers of technologies offered by NCEs, as well as for entities that are unsure whether they are covered by HIPAA. These efforts are consistent with overall efforts of the Obama Administration to improve data security, privacy, and consumer protection through legislative proposals, regulations, Executive Orders, and the Precision Medicine Initiative. The private sector has attempted to fill the gaps as well, through published codes of conduct that private sector organizations can adopt if they choose. For example, in October 2015, the Consumer Electronics Association (CEA) issued “Guiding Principles on the Privacy and Security of Personal Wellness Data.” These guidelines can be adopted by companies, but are not required of CEA members. As of July 2016, we have been unable to identify any companies that have adopted the guidelines. In short, despite the best efforts of the Administration, the FTC, and industry, no widely adopted, comprehensive voluntary code of conduct has emerged.

A critical piece of improving health care for patients in today’s system involves the patient being at the center of his or her care. This includes having access to data about their health, while maintaining the confidentiality and integrity of that data. FTC and HHS each have broad experience in protecting consumers against privacy and security risks to health data to the extent of their existing statutory authorities (as described in more detail in this Report). FTC has a well-developed body of law enforcing privacy and security practices that are unfair and deceptive, including taking action against an organization that adopts a code of conduct, but does

---


155 If an entity were to adopt the CEA guidelines, the FTC would have the authority to enforce failures to abide by them, as described in the body of the Report.
not adhere to that code. HHS’ experience includes well-established regulations about health data privacy and security, as well as in-depth knowledge of the ways that very sensitive data moves (and will move in the future) among FDA-regulated devices, EHRs, mHealth apps connecting into medical environments, and the emerging connectivity among them in health care delivery settings.

As this Report shows, however, large gaps in policies around access, security, and privacy continue, and confusion persists among both consumers and innovators. Wearable fitness trackers, health social media, and mobile health apps are premised on the idea of consumer engagement. However, our laws and regulations have not kept pace with these new technologies. This Report identifies the lack of clear guidance around consumer access to, and privacy and security of, health information collected, shared, and used by NCEs.