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About us 

The National Partnership for Women & Families is a nonprofit, nonpartisan 
advocacy group dedicated to promoting fairness in the workplace, access to quality 
health care, and policies that help women and men meet the dual demands of work 
and family. 
 
 Key health initiatives: 

 Engaging patients, family caregivers, consumers in redesign of our health care delivery 
and payment systems 

 Advancing health information technology (health IT) as the core infrastructure, in ways that 
benefit patients and families  

 
The Consumer Partnership for eHealth (CPeH) is a coalition led by the National 
Partnership for Women & Families since 2005 of more than 50 consumer, patient, and 
labor organizations working at the national, state, and local levels to advance private and 
secure health IT in ways that measurably improve the lives of individuals and their families. 
 
More information is available at  
www.NationalPartership.org/hit 
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http://www.NationalPartership.org/hit


 APIs should ensure that all patient-facing functionalities 
are equally available through the API, such as: 
 Online access to view, download and transmit health information 
 Share patient-generated health data and non-clinical data 
 Access patient-specific educational information 
 Send and receive secure messages 
 Request appointments and medication refills 

 

 Consumers need and want access to more than the 
Common Clinical Data Set: 
 Access and use of the synthesized care plan as well as separate plans of 

care for a single provider and encounter 
 Items such as referral summaries, discharge instructions, birth plans and 

advanced directives 
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Consumer Partnership’s comments 
about APIs 
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Consumer Partnership’s comments 
about privacy and security 

 There are significant privacy and security implications for 
patients who download their data through APIs or portals and 
upload it to applications of their choice 
 HIPAA’s privacy and security protections do not apply to many commercial apps 

and personal health records (PHRs) unless provided by HIPAA-covered entities 
such as providers, payers or their business associates 

 Applications and devices may have poor privacy policies, weak security controls, 
or policies that explicitly share data liberally with third parties or allow broad 
uses 

 Many patients have limited understanding of how privacy and 
security protections change (or end) when they move health 
data from a HIPAA-covered entity to a third-party application 
or device 
 Critical issue for preserving and building consumer trust overall—no 

surprises! 

 



CPeH’s recommendations 
on privacy and security 
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 ONC, OCR and CMS should collaborate on ways to educate 
consumers about their rights and steps they should take to 
protect their data, and examine policy options that improve 
privacy and security for patients using apps and APIs to 
download and use their data 

 ONC, OCR and CMS should also educate providers (especially 
those in small practices), who are likely to receive questions from 
patients and family members about APIs, such as what they 
mean, how they work and are they safe 
 Doctors are a trusted source of guidance for patients 

 API and application developers must communicate their privacy 
policies clearly, in plain language, to patients and consumers as 
well as providers 
 For example, ONC’s Model Privacy Notice 

 Access and use through APIs should be available at no cost to 
the patient 
 



About GetMyHealthData  
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 A consumer-led, national 
campaign to help patients 
request their electronic health 
data and illuminate problems 
in the system along the way.   
 
 Advocate for changes that 

enable consumer health data 
download and use to become 
the norm.  

 Coordinated by the National 
Partnership for Women & 
Families, in collaboration with  
 health, consumer and 

technology groups;  
 individual advocates and 

experts. 
 Funded by the Robert Wood 

Johnson Foundation and 
individual donors 



 Doesn’t Release Personal Data— 
Most are not HIPAA-covered entities,  
and GMHD does not list if releases 
personal data without explicit patient 
consent 

 Uses Model Privacy Notice—
Whether the app uses model privacy 
notice published by ONC in 2011 

 Data Portability—Whether the app 
allows you to download your data 

 Offers Direct Access—Whether the 
app offers a Direct email address 
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GetMyHealthData’s basic 
questions for app developers 



What Consumers Want to Know 
about Apps and APIs 
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Detail in Appendix 
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NPWF Nationwide Survey: 
Hints on Consumer Use of APIs 

If available, would you access your health information 
from a smartphone or tablet? 

[Base = All qualified respondents: non-Hispanic White (n=1323); Hispanic (n=242); 
Black/African American (n=221); Asian (n=218); LGBT (n=167); non-LGBT (n=1878)] 



Putting the Apps in APIs: 
How Consumers Would Leverage APIs 
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Which of the following activities would you do with 
online access to your health information? 

[Base = All qualified respondents (n=2045)] 



 Survey questions from www.GetMyHealthData.org 

 

 “Consumers will be asking their providers for electronic 
copies of their health data.  We want to be able to point them 
to products and services that can help them manage and use 
their health information.  Please fill out this brief survey so 
that we can learn more about your product and share this 
information with Data Independence Day participants.” 
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Appendix: 
GetMyHealthData Survey Questions 

http://www.getmyhealthdata.org/


Click to add title 



Click to add title 



Click to add title 



Click to add title 



For more information 

Contact us: 

Mark Savage 
Director, Health IT Policy and Programs 
MSavage@nationalpartnership.org 

Erin Mackay 
Associate Director, Heath IT Policy and Programs 
EMackay@nationalpartnership.org 

Alisa Foti 
Health IT Policy and Outreach Coordinator 
AFoti@nationalpartnership.org 

Find us: 

www.NationalPartnership.org/CPeH 
www.GetMyHealthData.org 

Follow us: 

www.facebook.com/NationalPartnership 
www.twitter.com/NPWF  
www.twitter.com/CPeHealth 
www.twitter.com/GetMyHealthData 

National Partnership for Women & Families 
1875 Connecticut Avenue NW, Suite 650 
Washington, D.C.  20009 
(202) 986-2600 
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