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The following comments on the Federal Health IT Strategic Plan 2015-2020 are submitted by Quest Diagnostics.
	Goal 2: Advance Secure and Interoperable Health Information, Pg. 13

	The ONC HIT Certification Program serves as a valuable mechanism for promoting the use of common standards for interoperability; however, significant work remains. In order to promote consistent standards implementation and reduce implementation variability, the federal government will continue to work with standards development organizations (SDOs) and industry stakeholders to assure that newer versions of standards and implementation specifications more clearly and more often describe discrete requirements. We will also identify and collaborate on the development and deployment of more modular technical standards and specifications for nationwide interoperability that can allow for more seamless transitions to new technology systems in the future. Initially, federal efforts will focus on efficiently addressing prioritized standards that enable sending, receiving, finding, and using a basic set of essential health information.

	Comment: Quest Diagnostics suggests the "basic set of essential health information" must include laboratory results since clinical laboratory results are used in 70% of medical decisions[footnoteRef:1]and are an integral component of Health IT. [1: American Society for Clinical Pathology (ASCP) Careers in Pathology and Medical Laboratory Science, page 3. 
] 




	Objective 2A: Enable individuals, providers, and public health entities to securely send, receive, find, and use electronic health information, Pg. 14

	Strategies
2. Encourage electronic information sharing between public and private health providers and payers to promote care continuity 

	Comment: Quest Diagnostics recommends using existing X12-HL7 Attachment transactions, using Clinical Document Architecture (CDA), for information exchange between payers and providers. This will leverage existing Meaningful Use CDA development.



	Objective 2B: Identify, prioritize, and advance technical standards to support secure and interoperable health information, Pg. 15

	Use of common technical standards and specifications are necessary for health information to move seamlessly and securely. While not all information can be standardized, recognizing that valuable provider and patient observations and other notations may be more helpful as free text, health IT should aim to identify methods to capture and present this nonstandard information in more uniform ways. Using data elements consistently and reliably will allow for collecting information for individual health needs as well as for reuse of that information to drive decision support, quality measurement and reporting, population health management, public health, and research. Focusing on the highest priority standards can help accelerate their widespread adoption more quickly.

	Comment: Quest Diagnostics suggests leveraging the substantial work already done by the S&I Framework Simplification Work Group, the United States Health Information Knowledgebase (USHIK) sponsored by AHRQ, and the Federal Health Information Model (FHIM) sponsored by the Federal Health Architecture, in data element repository/harmonization approach.



	Objective 2C: Protect the privacy and security of health information, Pg. 16

	As more health information becomes digitized and shared, it is important that all stakeholders recognize their responsibility in protecting health information. The government will provide oversight and guidance to ensure that stakeholders adhere to laws that protect the privacy and security of health information. Aligning with the HHS’ Secretary’s Strategic Initiative highlighted in the HHS Strategic Plan 2014-2018 federal actions seek to protect patients’ health information, as it is electronically stored and shared and their privacy rights. The federal government is committed to encouraging the development and use of policy and technology to advance patients’ rights to access, amend, and make choices for the disclosure of their electronic health information. The federal government also supports the development of policy, standards, and technology to facilitate patients’ ability to control the disclosure of specific information that is considered by many to be sensitive in nature (such as information related to substance abuse treatment, reproductive health, mental health, or HIV) in an electronic environment.

	Comment: Quest Diagnostics acknowledges that much of the patient demographic data has no clinical significance on laboratory testing. However, a patient’s date of birth, weight, height, race and ethnicity will have clinical significance for some laboratory tests. If the patient modifies his/her data and such modifications are not authenticated by an authorized provider, the change could have a negative impact on the patient’s outcome if the modified data is not accurate.  For example, if a patient decreased his or her documented weight to the point at which the weight change impacts what might be reported as an abnormal laboratory result, this could potentially have a detrimental effect on the patient’s outcome. It is recommended that if clinically relevant data fields are modified by the patient directly, such modifications must be submitted to an authorized provider who will then approve the update(s), if appropriate. It is our recommendation that patient data elements be categorized as “clinically significant data” and “data that has no clinical significance.” This distinction will require further definitions of  data that has no clinical impact and the patient may change unilaterally and those data elements that may have clinical impact, and thus require validation by the patient’s authorized provider.
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