
 

 

 

 

 

 

 

 

Summary of HITSP Capabilities 

HITSP/CAP117 
Communicate Ambulatory and Long Term Care Prescription 
This capability addresses interoperability requirements that support electronic prescribing 
in the ambulatory and long term care environment. The capability supports: 
1. The transmittal of new or modified prescriptions 
2. Transmittal of prescription refills and renewals 
3. Communication of dispensing status 
4. Access to formulary and benefit information 

HITSP/CAP118 
Communicate Hospital Prescription 
This capability addresses interoperability requirements that support electronic prescribing 
for inpatient orders that can occur within an organization or between organizations. The 
capability supports the transmittal of a new or modified prescription from a Hospital to an 
internal or external pharmacy. It also includes the optionality to access formulary and 
benefit information. 

HITSP/CAP119 
Communicate Structured Document 
This capability addresses interoperability requirements that support the communication of 
structured health data related to a patient in a context set by the source of the document 
who is attesting to its content. Several document content subsets, structured according to 
the HL7 CDA standard, are supported by this capability. The following are examples of 
the type of structured data that may be used: 
1. Continuity of Care Document (CCD) 
2. Emergency Department Encounter Summary 
3. Discharge Summary (In-patient encounter and/or episodes of care) 
4. Referral Summary Ambulatory (encounter and/or episodes of care) 
5. Consultation Notes 
6. History and Physical 
7. Personal Health Device Monitoring Document 
8. Healthcare Associated Infection (HAI) Report Document 
Document creators shall support a number of the HITSP specified coded terminologies as 
defined by specific content subsets specified in this capability. 

HITSP/CAP120 
Communicate Unstructured Document 
This capability addresses interoperability requirements that support the communication of 
a set of unstructured health data related to a patient in a context set by the source of the 
document who is attesting to its content. 
Two types of specific unstructured content are supported, both with a structured CDA 
header: 
1. PDF-A supporting long-term archival 
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2. UTF-8 text 

HITSP/CAP121 

Communicate Clinical Referral Request 

This capability addresses interoperability requirements that support provider-to-provider 

(clinical) referral request interaction. It allows the bundling of the referral request 

document with other relevant clinical documents of interest by referencing such 

documents as shared by other capabilities such as: 

CAP119 Communicate Structured Document; CAP120 Communicate Unstructured 

Document; or CAP133 Communicate Immunization Summary. 


HITSP/CAP122 

Retrieve Medical Knowledge 

This capability addresses the requirements to retrieve medical knowledge that is not 

patient-specific based on context parameters. The actual content delivered is not 

constrained by this capability; this capability focuses on providing the mechanism to ask 

for (query) and receive the medical knowledge. 


HITSP/CAP123 

Retrieve Existing Data 

This capability supports queries for clinical data (e.g., common observations, vital signs, 

problems, medications, allergies, immunizations, diagnostic results, professional services, 

procedures and visit history). 


HITSP/CAP124 

Establish Secure Web Access 

This capability is focused on providing a secured method to access information available 

from document repositories (e.g., Laboratory Report) in order to view them locally on a 

system. The chosen method for viewing the document content is through a web browser. 


HITSP/CAP125 

Retrieve Genomic Decision Support 

This capability addresses interoperability requirements that support the communication of 

genetic and family history information and an assessment of genetic risk of disease for a 

patient. 


HITSP/CAP126 

Communicate Lab Results Message 

This capability addresses interoperability requirements that support the sending of a set of 

laboratory test results. Ordering Providers of Care receive results as a laboratory results
 
message. The communication of the order is out of scope for this capability. 

The content of these test results may be either or both: General Laboratory Test Results; 

Microbiology Test Results 

This capability may use content anonymization.
 

HITSP/CAP127 
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Communicate Lab Results Document 
This capability addresses interoperability requirements that support the communication of 
a set of structured laboratory results related to a patient in a context set by the source of 
the document who is attesting to its content. Non-ordering Providers of Care access 
historical laboratory results as documents and "copy-to" Providers of Care may receive 
document availability notifications to retrieve such lab report documents. 
Lab Report content creators shall support HITSP specified coded terminologies as 
defined by specific content subsets specified in this Capability for: General Laboratory 
Test Results; Microbiology Test Results 
This capability may use content anonymization. 

HITSP/CAP128 
Communicate Imaging Information 
This capability addresses interoperability requirements that support the communication of 
a set of imaging results (i.e., reports, image series from imaging studies) related to a 
patient in a context set. This is done by an Imaging System acting as the information 
source attesting to its content. 
This capability may use content anonymization. 

HITSP/CAP129 
Communicate Quality Measure Data 
This capability addresses interoperability to support hospital and clinician collection and 
communication of patient encounter data to support the analysis needed to identify a 
clinician or hospital’s results relative to an EHR-compatible, standards-based quality 
measure. 
Quality measures may include: 
1. Patient-level clinical detail from which to compute quality measures. Patient level 
clinical data is compiled from both the local systems and from longitudinal data available 
through other sources such as a Health Information Exchange (HIE). 
2. Patient-level quality data based upon clinical detail. The “patient-level quality data 
reports” are exported from EHRs or quality-monitoring applications at the point of care 
This capability may use content anonymization. Pseudonymization, if needed, is 
supported by the Capability 138 Retrieve Pseudonym. 
This capability may use Value Set Sharing. 

HITSP/CAP130 
Communicate Quality Measure Specification 
This capability addresses interoperability requirements for an EHR-compatible, 
standards-based quality measure. In the measure specification, needed patient encounter 
data elements are identified so they can be extracted from local systems and from 
longitudinal data available through other sources such as a Health Information Exchange 
(HIE). The measure specification also includes various sets of exclusion/inclusion criteria 
to identify which patients to include in calculation of the measure. This capability may 
use Value Set Sharing. 

HITSP/CAP131 
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Update Immunization Registry 
This capability addresses interoperability requirements that enable electronic 
communication of immunization data among clinicians, with patients, and with 
immunization registries as unsolicited structured patient immunization data. 
This capability may use content anonymization. 

HITSP/CAP132 
Retrieve Immunization Registry Information 
This capability addresses interoperability requirements that support the query and 
retrieval of structured immunization data related to a patient’s vaccination. 
The capability may use one of the following: 
1. HL7V2 query with implicit Patient Identity resolution 
2. HL7V2 query with explicitly Patient Identity resolution prior to query 
3. HL7V3 Query for Existing Data 
The query for immunization documents from Capability 133 - Communicate 
Immunization Summary may also be used. 

HITSP/CAP133 
Communicate Immunization Summary 
This capability addresses interoperability requirements to support the communication of 
structured health data related to a patient’s vaccination history. This immunization 
document contains a history of administered vaccines with details such as lot number, 
who administered it, as well as other information related to the patient's care such as 
medical history, medications, allergies, vital signs. 

HITSP/CAP135 
Retrieve and Populate Form 
This capability addresses interoperability requirements to support the upload of specific 
captured data (e.g. public health surveillance reportable conditions, healthcare associated 
infection reporting) to Public Health Monitoring Systems and Quality Organizations 
Systems. The forms presented may be pre-populated by information provided by the 
clinical or laboratory information systems to avoid manual re-entry. A number of 
supplemental information variables may be captured from within the user’s clinical 
information system to improve the workflow and timeliness of required reporting. One or 
more types of form content may be supported: 
1. Pre-population for Public Health Case Reports from Structured Documents using CDA 

2. Pre-population for Quality Data from Structured Documents using CDA 

3. No pre-population content 

Systems may optionally support the means to retrieve request for clarifications. 


HITSP/CAP136 
Communicate Emergency Alert 
This capability addresses interoperability requirements to support multicast of non-
patient specific notification messages about emergencies events, alerts concerning 
incidence of communicable diseases, alerts concerning population needs for vaccines and 
other generic alerts sent to an identified channel. The intended recipients are populations 
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such as “all emergency departments in XXX county”, “within a geographic area”, etc. 
Note that this capability is not used to communicate patient-specific or identifiable data. 

HITSP/CAP137 
Communicate Encounter Information Message 
This capability addresses interoperability requirements to send specific clinical encounter 
data among multiple systems. 
The content may be either or both: 
1. Encounter Data Message 
2. Radiology Results Message 
It may be used in conjunction with other capabilities such as those related to the 
communication of laboratory data. This capability includes optional anonymization of 
content. 

HITSP/CAP138 
Retrieve Pseudonym 
This capability addresses interoperability requirements to support a particular type of 
anonymization that both removes the association with a data subject, and adds an 
association between a particular set of characteristics relating to the data subject and one 
or more pseudonyms. This enables a process of supplying an alternative identifier, which 
permits a patient to be referred to by a key that suppresses his/her actual identification 
information. The purpose of this capability is to offer a pseudonymization framework for 
situations that require the use of specific data without disclosing the specific identity of 
patients or providers. Pseudo-identifiers are intended to allow accessibility to clinical 
information, while safeguarding any information that may compromise the privacy of the 
individual patient or provider. However, unlike anonymization, the alternative identifier 
key can be used to re-identify the individuals whose data was used. 

HITSP/CAP139 
Communicate Resource Utilization 
This capability specifies the message and content necessary to report utilization and 
status of health provider resources to systems supporting emergency management 
officials at local, state or national levels who have a need to know the availability of 
hospital and other healthcare resources. The resource utilization information may be 
provided routinely or in response to a request. 

HITSP/CAP140 
Communicate Benefits and Eligibility 
This capability addresses interoperability requirements that support electronic inquiry and 
response from a patient’s eligibility for health insurance benefits. The information 
exchanged includes the following: 
1. A patient’s identification (i.e., name, date of birth, and the health plan’s member 
identification number) 
2. Communication of a member’s status of coverage and benefit information and 
financial liability 
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3. Access to information about types of services, benefits and coverage for various 
medical care and medications. It provides clinicians with information about each 
member’s health insurance coverage and benefits. 

HITSP/CAP141 
Communicate Referral Authorization 
This capability addresses interoperability requirements that support electronic inquiry and 
response to authorizing a patient (health plan member) to be referred for service by 
another provider or to receive a type of service or medication under the patient’s health 
insurance benefits. 
The capability supports the transmittal of a patient’s name and insurance identification 
number with the request for the type of service. It also includes the following optional 
requirements: 
1. Identification of the type of service or medication requested for benefit coverage (does 
not guarantee payment by insurance provider) 
2. Communication of a referral notification number or authorization number from the 
Payer System to the Provider System. It provides clinicians and pharmacists with 
information about each patient’s medical insurance coverage and benefits. It may include 
information on referral or authorization permission. 

HITSP/CAP142 
Retrieve Communications Recipient 
This capability addresses interoperability requirements that support access to a directory 
to identify one or more communication recipients in order to deliver alerts and bi-
directional communications (e.g., public health agencies notifying a specific group of 
service providers about an event). The method and criteria by which individuals are 
added to a directory is a policy decision, which is out of scope for this construct. 

HITSP/CAP143 
Manage Consumer Preference and Consents 
This capability addresses management of consumer preferences and consents as an 
acknowledgement of a privacy policy. This capability is used to capture a patient or 
consumer agreement to one or more privacy policies; where examples of a privacy policy 
may represent a consent, dissent, authorization for data use, authorization for 
organizational access, or authorization for a specific clinical trial. This capability also 
supports the recording of changes to prior privacy policies such as when a patient 
changes their level of participation or requests that data no-longer be made available 
because they have left the region. 
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