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KEY TOPICS

1. Call to Order
MacKenzie Robertson, Office of the National Coordinator (ONC), welcomed participants to the Health Information Technology Policy Committee (HITPC) meeting. She reminded the group that this was a Federal Advisory Committee (FACA) meeting being conducted with the opportunity for public comment, and that a transcript will be posted on the ONC website. She conducted roll call and reminded members to identify themselves for the transcript before turning the meeting over to HITPC Chair Farzad Mostashari.

2. Remarks
Farzad Mostashari, National Coordinator, noted the completion of the transition from Mary Jo Deering to Robertson as the Designated Federal Official for the FACAs. He and the members thanked Deering. He referred to the recent release of the final rules, saying that the releases did not receive much news coverage because their content was predictable due to all of the FACA meetings. He declared the predictability good for vendor preparedness. Mostashari highlighted progress over the past 2 years. Although currently providers are not doing much information exchange, the infrastructure is being put in place for interoperability. Meaningful use is moving from a test of exchange capability to actual exchange in 2014. Progress with standards has been made; there is consensus on vocabularies and terminologies in many areas, setting the foundation for coordinated care. He acknowledged the importance of having sufficient time from the final rules to the first reporting period. He declared that the rules set high goals but also offer flexibility. He recognized that some tough policy decisions were involved, citing in particular the principle that clinicians are accountable for obtaining at least minimum patient engagement.  

3. Review of the Agenda 
Paul Tang, Vice Chairperson, congratulated everyone for the final rules. He referred to the summary of the August 2012 meeting, which was circulated with the meeting materials. He notified Robertson that he will send edits to her. He called for a motion to approve the summary as submitted. It was so moved and seconded, and the motion was approved by a show of hands. 

Action item #1: The summary of the August 2012 HITPC meeting was approved as circulated by a showing of hands.

Tang mentioned each of the items on the previously distributed agenda.	

4. Briefing on Meaningful Use Stage 2 Final Rules 
Rob Anthony, Centers for Medicare and Medicaid Services (CMS), reported that the CMS rule includes the following:
· Changes to Stage 1 of meaningful use
· Stage 2 of meaningful use
· New clinical quality measures
· New clinical quality measure reporting mechanisms
· Payment adjustments and hardships
· Medicaid program changes

He informed the group that although CMS received many comments on eligibility, eligibility is defined by HITECH. Congress has made no changes in the law since its passage. Therefore, the only eligibility changes are those within regulatory purview under the Medicaid EHR incentive program. For stage 2, EPs can demonstrate that they fund the acquisition, implementation, and maintenance of CEHRT, including supporting hardware and interfaces needed for Meaningful Use without reimbursement from an EH or CAH — in lieu of using the hospital’s CEHRT — and can potentially receive an incentive payment. 

The stages were clarified, giving some extra time and staggered on-board time. Starting in 2014, all EHR Incentive Program participants will have to adopt certified EHR technology that meets ONC’s Standards and Certification Criteria 2014 Final Rule. The reporting period was reduced to three months to allow providers time to adopt 2014 certified EHR technology and prepare for Stage 2. All participants will have a three-month reporting period in 2014. Beginning in 2014, the menu exclusions will no longer count towards the number of menu objectives needed. Batch reporting will be allowed, but not group averaging. Regarding objectives, Anthony noted that only a few changes were made from the NPRM, notably in patient engagement thresholds and electronic exchange. He showed slides and moved through the core and menu objectives for EPs and EHs.

Changes to Stage 1 include the CPOE and vital signs (age) objectives. The HIE test requirement was removed and e-copy and online access was changed. CQM reporting will remain the same through 2013. In 2012 and continued in 2013, two reporting methods will be available for reporting the Stage 1 measures:
· Attestation
· e-Reporting pilots 
· Physician Quality Reporting System EHR Incentive Program Pilot for EPs
· e-Reporting Pilot for eligible hospitals and CAHs 

Medicaid providers will submit clinical quality measures (CQMs) according to their state requirements. Electronic specifications for the CQMs for reporting in 2013 will not be updated. Flexibility in implementing CEHRT certified to the 2014 edition certification criteria in 2013 consists of the following:
· Providers may report via attestation CQMs finalized in both stage 1 and stage 2 final rules
· For EPs, this includes 41 of the 44 CQMs finalized in the stage 1 final rule
· Excludes: NQF 0013, NQF 0027, NQF 0084
· Since NQF 0013 is a core CQM in the stage 1 final rule, an alternate core CQM must be reported instead since it will not be certified based on 2014 Edition certification criteria.
· For EHs and CAHs, this includes all 15 of the CQMs finalized in the stage 1 final rule

CQMs are no longer a core objective of the EHR incentive programs beginning in 2014, but all providers are required to report on CQMs in order to demonstrate meaningful use. All providers must select CQMs from at least three of the six HHS National Quality Strategy domains. Alignment across CMS programs includes finalizing the same CQMs for reporting beginning in 2014 for the hospital IQR program, PQRS, CHIPRA, and Medicare SSP and Pioneer ACOs. Beginning in 2014, all Medicare-eligible providers in their second year and beyond of demonstrating meaningful use must electronically report their CQM data to CMS. Medicaid providers will report their CQM data to their state, which may include electronic reporting. He referred to several slides that summarized the many changes in reporting. 

Anthony continued. The HITECH Act stipulates that for Medicare EPs, subsection (d) hospitals and CAHs a payment adjustment applies if they are not a meaningful user. An EP, subsection (d) hospital or CAH becomes a meaningful user when it successfully attests under either the Medicare or Medicaid EHR incentive program. A provider receiving a Medicaid incentive for AIU would still be subject to the Medicare payment adjustment. Payment adjustments are based on prior years’ reporting periods. The length of the reporting period depends upon the first year of participation. EPs must continue to demonstrate meaningful use every year to avoid payment adjustments in subsequent years. He described the hardship exception categories of inadequate infrastructure; new EPs; unforeseen circumstances; lack of face-to-face or telemedical interaction with patients; and for EPs who practice at multiple locations, the lack of control over the availability of EHRs for more than 50% of encounters. Exceptions are also available for EPs whose primary specialties are anesthesiology, radiology or pathology.

The definition of what constitutes a Medicaid patient encounter has changed. The rule includes encounters for anyone enrolled in a Medicaid program, including Medicaid expansion encounters (except stand-alone Title 21), and those with zero-pay claims. The rule adds flexibility in the look-back period for overall patient volume. Twelve additional children’s hospitals that have not to date been able to participate because they do not have a CMS certification number since they do not bill Medicare will be eligible for Medicaid participation. Before concluding, he cited these resources:
· http://www.cms.gov/Regulations-and-Guidance/Legislation/EHRIncentivePrograms/Stage_2.html
	Tip sheets:	
· Stage 2 Overview
· 2014 Clinical Quality Measures
· Payment Adjustments & Hardship Exceptions (EPs & Hospitals)
· Stage 1 Changes
· Stage 1 vs. Stage 2 Tables (EPs & Hospitals)

Steve Posnack, ONC, reported on the standards and certification criteria final rule. He observed that comments on the NPRM reflected a better understanding and were more detailed in comparison to comments received on Stage 1. These higher quality comments helped ONC staff to perfect the final rule. He stated ONC’s commitment to finalize the rule as soon as possible to give sufficient preparation time to vendors and users. Themes in the final rule include the following:
· Enhancing standards-based exchange
· Promoting EHR technology safety and security
· Enabling greater patient engagement
· Introducing greater transparency
· Reducing regulatory burden and introducing flexibility

He reminded the members that ONC’s scope is a technical one that specifies the capabilities EHR technology must include and how they need to perform in order to be certified. It does not specify how the EHR technology is to be used. The Meaningful Use rule specifies how eligible providers need to use Certified EHR Technology (CHERT) in order to receive incentives. Although distinct, the rules are intended to be read together. 

The new regulatory framework provides more flexibility. The potential number of 2014 edition certification criteria to which EHR technology needs to be certified (for an eligible provider to have EHR technology that meets the CEHRT definition) is limited to the stage needs of an EHR technology developer’s customer.  

He emphasized two interdependent views of the CEHRT definition:
· For eligible providers:
· It is about having EHR technology (ies) certified to meet the Base EHR definition and just enough of 2014 Edition certification criteria to support their achievement of the stage they seek to meet.
· For EHR technology developers:
· This new definition presents the opportunity to rethink the scope of EHR technology certifications sought.
· Now able to seek “right size certifications” for their EHR technology based on their customers scope of practice and/or the stage that their customers will be seeking to achieve.

Two types of certifications can be issued: complete EHR (i.e., EHR technology certified to all mandatory criteria) or EHR module (i.e., EHR technology certified to less than all mandatory criteria). The scope of a certification issued to EHR technology represents only the capabilities for which the certification was sought and granted. EHR technology developers get to choose the type of certification sought for EHR technology and its scope (i.e., for EHR Modules, the number of certification criteria to which it would be certified). Additional capabilities beyond those for which certification criteria have been adopted are not within the scope of ONC’s regulatory framework and reflect a business decision made by the EHR technology developer if they are included with an EHR technology to which a certification is issued. Single EHR module certification is a new option, making it possible for an EP to have just enough EHR technology certified to the 2014 edition EHR certification criteria to meet the CEHRT definition. He explained how certification criteria were changed to align with meaningful use requirements. Certification is no longer tied to stages. The 2014 edition EHR technology supports the achievement of either stage. The certification criteria are a subset of the EHR’s functions. Capabilities can be provided by different modules.

ONC-ACBs are required to ensure that EHR technology developers notify eligible providers about additional types of costs (i.e., one-time, ongoing, or both) that affect a certified Complete EHR or certified EHR Module’s total cost of ownership for the purposes of achieving Meaningful Use. The final rule requires that ONC-ACBs submit a hyperlink of the test results used to issue a certification to a complete EHR or EHR module. Through October 2012, ONC will release weekly waves of test procedures and electronic test tools and test procedures and tools will be made available for comment. During November and December, ONC will sponsor a testing workshop. The National Coordinator will approve the 2014Ed test procedures. Testing and certification to the 2014 edition will be available early in 2013. 

Q&A
David Lansky talked about the HITPC’s role in preparing for Stage 3: What is the role of certification? What about conceptualizing an environment for patient management? What can the HITPC do to articulate the network? A process is needed for thinking about interoperability across nodes, clouds, and longitudinal and population views. He asked an additional question: What is the status of facilitating plug and play and acceptance of knowledge assets from outside the EHRs? Regarding the quality measures platform and alignment, he observed that CMS may be mapping to old concepts when quality measures should be used to pull practices forward. Mostashari responded. The certification program is tied to the meaningful use program, which defines the scope of the regulations. The conceptual framework must be true to the legislation, but accommodations must be made for information coming in. ONC is trying to keep the core as core while assuring it is porous. It is expected that knowledge assets can be increasingly integrated into patient management workflow.  Regarding alignment, progress has been made. Alignment is not one way. Anthony interjected that CMS cannot leave the other mandated programs behind. Lansky recommended that the HITPC discuss the goals of quality measurement. He said that purchasers (his constituency) are concerned about the measures, saying that they are not sufficiently aggressive.

Devin McGraw referred to the first measure under information exchange – sending summary of care record. She pointed out that sending electronically is not emphasized.  Anthony responded that the second measure emphasizes electronic exchange of the summary. McGraw asked about minors’ access to information, saying that since state laws permit minors to receive treatment for specific conditions without parental consent, providers should be permitted to allow adolescents to access portals and to count them for purposes of achieving the objective. Whatever the provider chooses to do regarding minors should count. Anthony replied that her idea is not radically different from the intent of the objective. Meaningful use is staying within the confines of existing laws. Certain minors’ access to portals can be allowed via a FAQ. Mostashari added that certification for the after visit summary must allow for edits. 

Responding to questions from Neil Calman about what certification guarantees to purchasers, Posnack said that the certification definitions are set for meaningful users. Purchasers can obtain a complete EHR. The scope of certified capabilities is tied to Meaningful Use; vendors can include functions that are not certified. Mostashari added that a provider can always purchase a certified complete EHR. Vendors are required to indicate the scope of the certification. Although this approach places more responsibility on the providers, they will be given the information to use in decisions. Calman emphasized that it does not make sense to allow vendors to provide a required function in a non-standard way. 

Clinical quality measures reports per individual provider are not publically available. Some de-identified public use data sets are available. Payments data are available. Joshua Sharfstein asked about making data available to public health agencies. Anthony acknowledged the value of the suggestion, saying that no plans have been made to do so. States have the right to access their Medicaid data. He suggested that state health officials think about how they would use the data and then advocate for its release. On another topic, he explained that HIEs can be used for the exchange of summaries per the second and third exchange measures. HIEs can be certified for the exchange module. 

Christine Bechtel talked about her concern with the lack of robustness of the quality measure alignment. The Quality Measures Workgroup’s proposal that meaningful use be a pipeline for the local development of quality measures was not included in the final rule. She inquired about allowing the patient of a specialist to have the specialist send documents to the patient’s portal located at another provider site. Posnack indicated that the third party portal could be certified. Specialists who aspire to attest but do not do so are not penalized. Bechtel said that the certification rule is not clear on communication preferences; the HITPC intended that patients would be able to indicate a preferred mode of communication for each type of information to be sent them. Posnack responded that preferences at a minimum must be captured by EHRs but segregation by type of information is beyond scope. Certification is based on the minimum requirements; industry can offer more than the minimum. Bechtel repeated her dissatisfaction with the rejection of the recommendation, saying that she doubted that industry would offer the function unless required for certification. 

Art Davidson asked about price transparency. Posnack replied that there may be a cost for exchange. Vendors will have to inform users of potential costs. In response to Davidson’s concerns that ONC is not sufficiently aligned with CDC on funding of surveillance, Anthony assured him that CMS works with CDC on everything.

A member commented on modularity and plug and play, saying that specifications for plug and play should be standardized and made public. The physician should not have to determine what will plug and play. Posnack talked about the importance of understanding the several types of certification, saying that Module is different from module. 

Judith Falkner, responding to Bechtel’s comment on patient preferred mode of communication, declared that as a patient she does not want to answer so many questions. Someone clarified that cancer registry reporting is optional. Vendors may offer complete certification EHRs and certified modules. Providers can make selections. The public use file separates out the individual vendor products.

Gayle Harrell talked about her concern for small practices. They need information and education. Additionally, states are concerned about exchanges and certificates and what is allowable. Posnack said that the rule does not specifically address Direct and state exchanges although guidances have been issued to ONC grantees. Harrell indicated that she will confer with Posnack offline with her questions from Florida.

5. Update from CMS
Rob Anthony, CMS, presented the July 2012 report on participation in the Meaningful Use Incentive Program. 76% of eligible hospitals have registered and 54% of them have received payment. Approximately 18% of Medicare EPs are meaningful users. A very high proportion of EPs that attested did so successfully. All attesting EHs were successful. On average all thresholds were greatly exceeded, but every threshold had some providers on the borderline. Drug formulary, immunization registries and patient list are the most frequently selected menu objectives for EPs. Advance directives, drug formulary and clinical lab test results are most frequently selected by hospitals. Transition of care summary and patient reminders were the least frequently selected menu objectives by EPs. Anthony showed slides for EHs and EPs for each objective, listing the percent performance, exclusions and deferrals. Overall, performance has not changed very much over time as more providers enter the program, according to Anthony.

Q&A
Anthony agreed to break out pediatricians for the next presentation.

6. Value Set Authority Center at the National Library of Medicine (NLM)
Jamie Ferguson, HITSC Vocabulary Task Force Co-Chair, and Betsy Humphreys, NLM, Vocabulary Task Force Co-Chair, reported. First, they defined two concepts:

Value set:  A list of specific values, which may or may not contain subsets of one or more standard vocabularies, that defines or identifies:
· A population that is the denominator for a quality measure
· The subset of that population that is the numerator for a quality measure
A list of valid values for a specific segment of a standard message, which may or may not contain subsets of one or more standard vocabularies
     
Convenience subset: A terminology set that is a subset of a standard vocabulary and has been defined for convenience to ease implementation of the standard vocabulary. Multiple subsets of the same vocabulary are likely; this does not preclude the need to use the rest of the vocabulary.

Humphreys reviewed the recommendations made on vocabulary and their current status:

A single federal office or agency should be responsible for ensuring the creation, maintenance, dissemination and accessibility of all vocabulary value sets and subsets related to meaningful use.  This entity should coordinate with other Federal agencies, SDOs, and relevant stakeholders to:
· Identify what sets are needed, who will produce and maintain each set, (and how duplication will be eliminated or avoided)
· Determine the appropriate dissemination schedule and update frequency for each set
· Establish standard formats for production and dissemination of sets 
· Manage processes for review, testing, approval and publication of sets 
· Ensure the existence of robust, authoritative infrastructure for sets (see recommendation 2)
· Recommend related education, communications and outreach
· 
This entity should ensure federal funding as needed to establish these activities, to support them over time, and to make vocabularies, value sets, and any subsets required for meaningful use available for U.S.-wide use at no cost

Establish authoritative infrastructure for development, maintenance and dissemination of standard value sets and subsets related to meaningful use with one-stop shopping for meaningful use vocabularies:

· Establish a central repository, central download capability, and central feedback loop mechanism in the federal government for dissemination of meaningful use vocabularies
· Enable decentralized private or public sector alternative repositories for dissemination that may include alternative distribution mechanisms and schedules, using federally standardized exchange formats
· Differentiate tight control over specific value sets required for meaningful use, versus loose control to enable sharing other subsets that may be made available for the convenience of EHR implementers and users
· Establish open, public, consensus-based processes to standardize parameters for public and private sector tooling that can make vocabularies searchable and discoverable by EHR end users

With funding from ONC, NLM has established a value set authority center to support the recommendations. Most of the work has been completed or is currently underway:

ONC recently accepted a HITSC recommendation for a guidance to measure developers for the use of vocabulary standards to include the following:

· Developers of e-Measures should rely on existing medical record documentation and coding in the standards instead of requiring new or different documentation and coding, except where a policy process determines a need to use measures as a deliberate forcing function to induce new behaviors. 
· Developers of e-Measures should first use existing standard vocabulary concepts the use of which has been demonstrated in certified electronic health record systems. 
· NLM as part of the Value Set Authority Center should provide to e-Measure developers data from cooperating EHR systems on the frequency of use of vocabulary concepts, in convenience subsets of standard vocabularies, or reference sets, for specific purposes such as primary care.
· NLM should support and promote consulting assistance from terminology experts so that e-Measure developers may better use resources provided by the Value Set Authority Center.

Ferguson described convergent medical terminology (CMT) in SNOMED CT, an open source donation from Kaiser Permanente (KP), scheduled by clinical domain from February 2011. The content was reviewed by IHTSDO and NLM for applicability and for adherence to editorial guidelines. Some content was accepted by IHTSDO into SNOMED CT international release; some was accepted by NLM into U.S. extension of SNOMED CT; some stayed in KP namespace. The excel spreadsheets and IHTSDO release format 1 problem list subsets include concepts used by over 20,000 clinicians with: concept fully specified names;  descriptions that are used as clinician preferred display names; patient preferred display names; cross-maps to ICD-9, ICD-10, Laboratory LOINC and medication terminologies as applicable; and multiple identifiers and parent concepts as applicable. Ferguson showed slides with examples of clinically and patient-friendly names for specific codes. 

He explained ways in which the CMT subsets are useful. They can serve as starter terminology sets for EHR vendors. The end user terminology (KP clinician display name) is more EMR user-friendly than SNOMED fully specified name. They are already mapped to ICD-9-CM and ICD-10-CM. They are linked to standard terminology (SNOMED CT ID) so no local lingua franca is needed. Patient-facing names can be used for patient portals. Their use enhances interoperability. They yield clinical data in use by over 65,000 physicians and nurses for almost 20 years. Standard terminology subsets that integrate clinician end user terminology and patient facing terminology provide consistent computable language that can be bound to data models for quality measures. The powerful ontological attributes of SNOMED CT upon which the subsets are based also allow for making inferences and various ways to aggregate and compute. 

Q&A
Davidson wondered about ways in which the National Library of Medicine (NLM) could provide better support for public health reporting. Betsy Humphreys responded that NLM works closely with CDC and staff is trying to develop a subset that relates to public health reporting. CDC and the Council of State and Territorial Epidemiologists provided a crosswalk and mapping table of codes. The value sets will be available at NLM.

Lansky asked about the expected pace of adoption and the standardization of highly granular terms. Ferguson and Humphreys responded that the National Quality Forum has been very positive. The work provides a missing link to the CQM database. The availability of these resources will increase adoption of meaningful use. NLM expects to have an interface between the measure authoring tool and the value sets. SNOMED allows for aggregation through queries.   

Gayle Harrell asked about the final arbiter for measures and the role of the HITPC. Responses indicated that for the value sets required for meaningful use, CMS consults with ONC. The selected measures are developed by different stewards and led by CMS and ONC. NLM’s role is to indicate the validation of sets. The goal is to have accurate quality measures without going through the regulation process.

7. National Strategy for Trusted Identities in Cyberspace (NSTIC)  
Jeremy Grant, NIST, reported that the President’s Cyberspace Policy Review (May 2009) called for a “cybersecurity focused identity management vision and strategy … that addresses privacy and civil-liberties interests, leveraging privacy-enhancing technologies for the nation.” NSTIC calls for an identity ecosystem, “an online environment where individuals and organizations will be able to trust each other because they follow agreed upon standards to obtain and authenticate their digital identities.”  The privacy sector will lead the effort and the federal government will provide support via grants and taking the lead on interoperable standards and major policy issues as well as through its role as a purchaser. The FICAM Trust Framework Providers offers the following solutions that can be used immediately:
· Secure, interoperable and privacy-enhancing process by which federal agencies (and others) can leverage commercially issued digital identities and credentials  
· Craft “approved profile” of widely used commercial identity protocols like OpenID and SAML to maximize security and privacy.
· Privacy criteria based on the FIPPs: Opt-in, Minimalism, Activity Tracking, Adequate Notice, Non Compulsory, and Termination
· Non-federal organizations are approved to be Trust Framework Providers (TFPs) who then assess and accredit commercial identity providers who embrace the USG profiles and abide by the privacy criteria

Federal identity management activities are aligned through the Federal CIO Council Identity, Credential and Access Management (ICAM) Subcommittee. The marketplace is producing a wide range of new solutions making strong authentication easier to deploy and use. The FICAM Trust Framework Provider certification process is providing a foundation for a marketplace of certified multi-factor authentication solutions. 

Grant reviewed key drivers, including the following:
1. DEA e-Prescribe rule calls out NIST SP 800-63-1 LOA 3 (March 2010)
2. NIST recognizes GSA’s FICAM Trust Framework Provider Adoption Process (TFPAP) as the only certification process for 800-63-1 (December 2011)
3. GSA certifies Kantara and SAFE BioPharma as first two Trust Framework Providers for non-PKI LOA3 (November 2011 and Spring 2012)
4. Verizon becomes the first non-PKI LOA3 certified IdP; several others are in the queue (November 2011)
5. CMS outlines plans to support all FICAM approved external credential providers (February 2012)
6. Experian approved as an identity proofing provider at LoA3 (July 2012)

According to Grant, in the short term a physician will be able to use the same certified credential both for e-Prescribe and at CMS. He suggested that long term the same credential could be leveraged elsewhere in the health ecosystem. The Ecosystem Steering Group has been established with 360 organizations. The White House has created a Federal Credentialing Exchange. 

Tang announced that members could use e-mail questions to Grant.

8. Privacy and Security Tiger Team Final Report Out on Trusted Identity of Providers in Cyberspace
Deven McGraw, Co-Chair, gave a follow-up report from the August meeting. She reminded them of the scope of the recommendations:
· Focus is on "trusted identity“ – identity proofing for the issuance of credentials to be used for authenticating the identity of providers and does not address trusted access and  authorization
· Focuses on provider users; patient access to be addressed at a later time
· Question we addressed is: “are you whom you claim to be?” with a sufficient level of assurance based on the intended purpose for the exchange of clinical data

During the discussion at the August meeting of the team’s recommendations, members asked for a better definition of “remote.” McGraw presented the revised recommendation:
1. By Meaningful Use Stage 3, ONC should move toward requiring multi-factor authentication (meeting NIST Level of Assurance (LOA) 3) for remote access to protected health information.  Remote access includes the following scenarios:
A. Access from outside of an organization’s/entity’s private network
B. Access from an IP address not recognized as part of the organization/entity or that is outside of the organization/entity’s compliance environment
C. Access across a network any part of which is or could be unsecure (such as across the open Internet or using an unsecure wireless connection)

The other recommendations previously presented are as follows:
2. Organizations and entities, as part of their HIPAA Security risk analysis, should identify any other access environments that may require multiple factors to authenticate an asserted identity.
3. Organizations and entities should continue to identity proof provider users in compliance with HIPAA> (Tiger Team did not see a need to establish identity proofing requirements for different types of access scenarios.
4. Such policies should extend to all clinical (provider) users accessing or exchanging data remotely.
5. Technology options for authentication continue to evolve; ONC should continue to monitor and update policies as appropriate to reflect technological capabilities.
6. ONC’s work to implement this recommendation should continue to be informed by NSTIC and aim to establish trust within the health care system, taking into account provider workflow needs and the impact of approaches to trusted identity proofing and authentication on health care on health care quality and safety. 
•For example, NSTIC also will focus on the capability to pass along key attributes that can be associated with an identity. The capability to pass key attributes – e.g., valid professional license – may be critical to facilitating access to data. 
7. ONC should consult with NIST about future iterations of NIST 800-63-1 to identify any unique needs in the healthcare environment that must be specifically addressed. 

Discussion
After Tang’s call for questions or comments, Mostashari declared that the capability for trusted identity by multiple parties is accelerating and the risks are increasing. Therefore, the time is right. Harrell talked about her concerns with costs at the state and local levels. She opined that eventually private sector innovations will reduce costs and public acceptance will increase. Setting the bar high is a good idea. She moved to accept the recommendations presented by McGraw. The motion was seconded and unanimously approved by a showing of hands.

Action item #2: The motion to accept the recommendations on trusted identity for providers in cyberspace was seconded and unanimously approved by a showing of hands.



9. Committee Updates 
Tang
Not considered

10. ONC Update
Jodi Daniel, ONC, informed the group that Christopher Boone, American Heart Association (AHA), was appointed by the GAO to fill a vacancy on the committee created by the resignation of Adam Clarke. Boone is Director of Outpatient Quality and Health IT for AHA. He will fill one of three committee positions reserved for advocates for patients or consumers. He will serve through April 2013 at which time he will be eligible for reappointment.
She mentioned the consumer health summit on September 10. 375 organizations have pledged to help patients with electronic records. The formation of consumer empowerment workgroups in both the HITPC and HITSC is under consideration. The process for nominating committee and workgroups members is moving to the Web. 

Mostashari gave an update on the governance request for information (RFI) on the validation of organizations for NwHIN. The RFI consisted of many questions. The ultimate goal is for information to follow patients smoothly. The RFI proposed a voluntary structure with an extremely convoluted process for the establishment of trusted exchange. After hearing many discussions and receiving 140 comments, he said that he decided not to proceed with the governance structure. The comments revealed that the demand for a process is much less than expected. Much is already going on and it is very diverse; premature regulation may restrict exchange. The Direct project created Direct Trust, which is working well. ONC officials believe that at this time the best approach is to: provide a framework of guiding principles; publicize best practices; and build on existing approaches to interoperability and consumer protection. He assured the members that ONC will monitor what is happening and determine the need to act on systematic problems. Should action be required, ONC may return to consideration of a more structured approach. He said that he will keep the HITPC informed. 

Daniels showed slides on ONC’s proposed strategy on governance for NwHIN and talked about the details of Mostashari’s announcement. She began with general ONC goals and problems to be solved and then talked about the main issues set out in the RFI. Finally, she repeated the major themes compiled from the comments as previous highlighted by Mostashari. Much is happening and seems to be working. ONC should build stakeholder support and convene more informational and educational events. ONC should guide the market, while ensuring basic protections through existing regulatory frameworks. A better understanding of how organizations are exchanging information and what works well is needed. Interoperability challenges remain but can be dealt without outside of regulation. Daniels outlined ONC’s proposed approach, which consists of leading through guidance and action; engaging, listening and learning; and monitoring the market.

Q&A
[bookmark: _GoBack]Faulkner announced her agreement with minimizing regulation but said that sample guides for vendors would be helpful in working with their customers’ lawyers. She agreed to get back to Daniels with more specific suggestions. Vendors want to cooperate. Transivity of the chain of trust is important and agreement on the same rules is an essential component. Directories are important as well.

McGraw argued that regulation does not always stifle innovation. But she agreed that there are other tools that can be used more effectively, such as guidances under HIPAA. NwHIN governance to enhance privacy and security is not a substitute for HIPAA guidance. 

Harrell talked about the rules of the road being best developed by the affected community. Transparency is essential. ONC’s role should be as a convener. 

Lansky pointed out that the market is not the best place for policy development. He suggested that monitoring be ONC’s primary goal. ONC should track the extent to which its goals are being achieved. He went on to suggest that ONC shape guidance around public goals and develop a set of use cases regarding public goods. 

Tang observed that trust is not currently widespread. People do not know how to interpret and use HIPAA. How do people feel about having their data exchanged without regulation? ONC should support development of a good model so that patents will have a better understanding of trust. Individuals are most at risk and need protection.

Faulkner said that transparency is lost over multiple exchanges. Someone opined that a floor with choices would stimulate the private market place. Within the current anti-regulatory environment, the comments about not needing regulation are not surprising. 

Mostashari noted that although the original intent was a voluntary approach, ONC now desires to be even more nimble. He indicated that ONC will publish guidances, saying that he hopes they will be widely adopted as a brand and serve as an agile approach for trusted exchange.

Davidson observed that there are existing levers for the goals, such as authentication. He suggested that ONC staff design a grid to show the levers and goals.

11. Public Comment
None 

SUMMARY OF ACTION ITEMS:

Action Item #1: The summary of the August 2012, HITPC meeting was approved as circulated by a showing of hands. 

Action item #2: The motion to accept the recommendations on trusted identity for providers in cyberspace was seconded and unanimously approved by a showing of hands.
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