
 

AGENDA 
Trusted Identity of Patients in Cyberspace 

HITPC Privacy and Security Tiger Team and HITSC Privacy and Security Workgroup 

VIRTUAL HEARING 
Thursday, November 29, 2012 from 12:00 p.m. — 4:00 p.m. Eastern Time 

12:00 p.m. Welcome and Roll Call 

MacKenzie Robertson, Office of the National Coordinator 

12:05 p.m. Opening Remarks 

Farzad Mostashari, National Coordinator 

12:15 p.m. Introduction and Review of Agenda 

Deven McGraw, Chair, Privacy and Security Tiger Team, HITPC 

Dixie Baker, Chair, Privacy and Security Workgroup, HITSC 

12:25 p.m. Background Statement regarding HIPAA Privacy and Security Rule Requirements for 

Verification of Identity 

David Holtzman, Office for Civil Rights, HHS 

12:30 p.m. Panel One: Why identity proofing and authentication of patients are important and what 

are the key issues. 

This panel will explore patient/consumer perspectives as well as lay out key issues, including 

issues around misuse/fraud, usability, ID proofing, attributes, in-person vs. online, credentialing, 

two-factor authentication, etc. 

6 Panelists (5 minutes each, 35 minute Q&A — 65 minutes total) 

Introductions/Timekeeping 

— Deven McGraw 

Questions moderator 

— Dixie Baker 

 Joni Brennan, Kantara Initiative 

 Pierce Graham-Jones, Office of the Chief Technology Officer, HHS 

 Jonathan Hare, Resilient Network Systems 

 Leslie Kelly Hall on behalf of David Kibbe, DirectTrust.org, Inc. 

 Chris Mickens, Indiana State Department of Health 

 Heather Wellington, Patients As Partners 

1:35 p.m. Break 

1:40 p.m. Panel Two:What patient identity proofing and authentication methods are in use now. 

This panel will look at what current holders of patient health information are doing now with 

regard to identity proofing and authentication. 

6 Panelists (5 minutes each, 35 minute Q&A — 65 minutes total) 

Introductions/Timekeeping 

— Dixie Baker 



 
Questions moderator 

— Deven McGraw 

 Warwick Charlton, Intuit Health Group 

 Neil Desai, Quest Diagnostics 

 Elizabeth Franchi, Veterans Health Administration 

 Kevin Manemann, St. Joseph Heritage Medical Group 

 Sean Nolan, HealthVault 

 Don Sepulveda, GE Healthcare IT 

2:45 p.m. Break 

2:50 p.m. Panel Three:What identity proofing and authentication solutions are on the horizon. 

This panel will look at what solutions are being developed, including for patients and within 

other industries. 

6 Panelists (5 minutes each, 35 minute Q&A — 65 minutes total) 

Introductions/Timekeeping 

— Deven McGraw 

Questions moderator 

— Dixie Baker 

 Clayton Bonnell, United States Postal Inspection Service 

 Rick Cagle, The MITRE Corporation 

 Michael Magrath, Gemalto, Inc. 

 Dave Walsh, MITA Technical Architecture Committee 

 Jim Williams, Daon 

 Jim Willoughby, Security Consultant 

3:55 p.m. Public Comment 

4:00 p.m. Adjourn 

 


